
Contract Clauses 
 
 

USMS-0012 Contracting Officer's Representative (COR) 
DJAR-PGD-02-02B Non-U.S. Citizens Prohibited from Access to DOJ Information Technology (IT) Systems 
DJAR-PGD-08-04 Security of Systems and Data, Including Personally Identifiable Information 
DJAR-PGD-08-05 Contractor Certification of Compliance with Federal Tax Requirements 
DOJ-07 Prohibition On Access By Non-U.S. Citizens To DOJ IT Systems (MAR 2002) 
52.204-19 Incorporation by Reference of Representations and Certifications (Dec 2014) 
52.204-23 Prohibition on Contracting for Hardware, Software, and Services Developed or Provided by Kaspersky Lab and 
Other Covered Entities (Nov 2021) 
52.204-25 Prohibition on Contracting for Certain Telecommunications and Video Surveillance Services or Equipment (Nov 
2021) 
52.219-6 Notice of Total Small Business Set-Aside (Nov 2020) 
52.223-18 Encouraging Contractor Policies to Ban Text Messaging While Driving (Jun 2020) 
52.232-18 Availability of Funds (Apr 1984) 
52.233-1 Disputes (May 2014) 
52.233-3 Protest after Award (Aug 1996) 
52.249-1 Termination for Convenience of the Government (Fixed-Price) (Short Form) (Apr 1984) 
52.209-10 Prohibition on Contracting with Inverted Domestic Corporations (Nov 2015) 
52.217-9 Option to Extend the Term of the Contract (Mar 2000) 
52.222-50 Alt I Combating Trafficking in Persons (Nov 2021) - Alternate I (Mar 2015) 
2852.212-4 Contract Terms and Conditions, Commercial Items (FAR Deviation) (NOV 2020) 
DOJ-08 Continuing Contract Performance During a Pandemic Influenza or other National Emergency (OCT 2007) 
USMS-0001 Release of Residual Funds ($100 or Less) 
USMS-0002 Release of Residual Funds (Greater Than $100) 
USMS-0003 Acceleration of Payments to Small Businesses 
USMS-0008 Productive/Non-Productive Language 
USMS-0009 NON-DISCLOSURE AND CONFIDENTIALITY AGREEMENT 
USMS-0010 CONTRACT/ORDER CLOSEOUT - FIXED-PRICE, TIME-AND-MATERIALS, OR LABOR HOURS 
USMS-0011 RELEASE OF CLAIMS 
USMS-0013 ELECTRONIC INVOICING AND PAYMENT REQUIREMENTS - INVOICE PROCESSING PLATFORM 
(IPP) (JAN 2018) 
USMS-0007 Federal Workplace Responses to Domestic Violence, Sexual Assault and Stalking (2014) 
DOJ-03 Personnel Security Requirements For Contractor Employees (Nov 2021) 
DOJ-01 Whistleblower Information Distribution (Oct 2021) 
52.212-5 Contract Terms and Conditions Required To Implement Statutes or Executive Orders- Commercial Products and 
Commercial Services (May 2022) 
52.217-8 Option to Extend Services (Nov 1999) 
52.237-3 Continuity of Services (Jan 1991) 
52.203-17 Contractor Employee Whistleblower Rights and Requirement To Inform Employees of Whistleblower Rights (Jun 
2020)    
Solicitation Provisions 
52.232-40 Providing Accelerated Payments to Small Business Subcontractors (Nov 2021) 
52.204-24 Representation Regarding Certain Telecommunications and Video Surveillance Services or Equipment (Nov 2021) 
52.204-7 System for Award Management (Oct 2018) 
52.204-16 Commercial and Government Entity Code Reporting (Aug 2020) 
2852.233-70 Protests Filed Directly with the Department of Justice (NOV 2020) 
52.217-4 Evaluation of Options Exercised at the Time of Contract Award (June 1988) 
52.217-5 Evaluation of Options (July 1990) 
 
 
 

2852.212-4 Contract Terms and Conditions, Commercial Items (FAR Deviation) (NOV 2020) 
 

When a commercial item is contemplated (using FAR part 12 procedures or otherwise) and the contract will include FAR 52.212-4, 
the following replaces subparagraph (g)(2); paragraph (h); subparagraph (i)(2); paragraph (s); and paragraph (u), Unauthorized 
Obligations, of the basic FAR clause, and adds paragraph (w), as follows: 
(g)(2) Invoices will be handled in accordance with the Prompt Payment Act (31 U.S.C. 3903) and Office of Management and Budget 
(OMB) prompt payment act regulations at 5 CFR part 1315, as modified by subparagraph (i)(2), Prompt payment, of this clause. 
* * * * * 
(h) Patent indemnity. Contractor shall indemnify and hold harmless the Government and its respective affiliates, officers, directors, 



employees, agents, successors and assigns (collectively, “Indemnities”) from and against any and all liability and losses incurred 
by the Indemnities that are (i) included in any settlement and/or (ii) awarded by a court of competent jurisdiction arising from or in 
connection with any third party claim of infringement made against Indemnities asserting that any product or service supplied under 
this contract constitutes infringement of any patent, copyright, trademark, service mark, trade name or other proprietary or intellectual 
right. This indemnity shall not apply unless Contractor shall have been informed within a reasonable time by the Government of the 
claim or action alleging such infringement and shall have been given such opportunity as is afforded by applicable laws, rules, or 
regulations to participate in its defense. This indemnity also shall not apply to any claim unreasonably settled by the Government 
which obligates Contractor to make any admission or pay any amount without written consent signed by an authorized officer of 
Contractor, unless required by final decree of a court of competent jurisdiction. 
* * * * * 
(i)(2) Prompt payment. The Government will make payment in accordance with the Prompt Payment Act (31 U.S.C. 3903) and 
prompt payment regulations (5 CFR part 1315), with the following modification regarding the due date: For the sole purpose of 
computing an interest penalty due the Contractor, the Government agrees to inspect and determine the acceptability of any supply 
delivered or service performed specified in the invoice within thirty (30) days of receipt of a proper invoice from the Contractor, after 
which time, if no affirmative action has been taken by the Government to accept such supply or service, the supply or service will be 
deemed accepted and payment due thirty (30) days from the date of deemed acceptance. If the Government makes the determination 
that the item delivered or service performed is deficient or otherwise unacceptable, or the invoice is otherwise determined not to 
be a proper invoice, the terms and conditions of this paragraph regarding prompt payment will apply to the date the Contractor 
corrects the deficiency in the item delivered or service performed or submits a proper invoice. If actual acceptance occurs within the 
constructive acceptance period, the Government will base the determination of an interest penalty on the actual date of acceptance. 
The constructive acceptance requirement does not, however, compel Government officials to accept supplies or services, perform 
contract administration functions, or make payment prior to fulfilling their responsibilities. 
* * * * * 
(s) Order of precedence. Any inconsistencies in this solicitation or contract shall be resolved by giving precedence in the following 
order: 
(1) The schedule of supplies/services. 
(2) The Assignments, Payments, Invoice, Other Compliances, and Compliance with Laws Unique to Government Contracts provisions 
of the basic FAR clause at 52.212-4, and the Unauthorized Obligations and Contractor's Commercial Supplier Agreements— 
Unenforceable Clauses provisions of JAR 2852.212-4. 
(3) FAR 52.212-5. 
(4) Other paragraphs of the basic FAR clause at 52.212-4, with the exception of paragraph (o), Warranty, and those paragraphs 
identified in this deviation of 52.212-4. 
(5) Addenda to this solicitation, contract, or order, including contractor's Commercial supplier agreements incorporated into the 
contract. 
(6) Solicitation provisions if this is a solicitation. 
(7) Paragraph (o), Warranty, of the basic FAR clause at 52.212-4. 
(8) The Standard Form 1449. 
(9) Other documents, exhibits, and attachments. 
(10) The specification. 
* * * * * 
(u) Unauthorized obligations. 
(1) Except as stated in paragraph (u)(2) of this clause, when any supply or service acquired under this contract or order is subject 
to any Commercial supplier agreement that includes any language, provision, or clause requiring the Government to indemnify the 
Contractor or any person or entity for damages, costs, fees, or any other loss or liability that would create an Anti-Deficiency Act 
violation (see 31 U.S.C. 1341), the following shall govern: 
(i) Any such language, provision, or clause is unenforceable against the Government. 



(ii) Neither the Government nor any Government authorized end user shall be deemed to have agreed to such clause by virtue of it 
appearing in the commercial supplier agreement. If the commercial supplier agreement is invoked through an “I agree” click box 
or other similar mechanism ( e.g., “click-wrap” or “browse-wrap” agreements), execution does not bind the Government or any 
Government authorized end user to such clause. 
(iii) Any such language, provision, or clause is deemed to be stricken from the commercial supplier agreement and have no effect. 
(2) Paragraph (u)(1) of this clause does not apply to indemnification by the Government that is expressly authorized by statute and 
specifically authorized under applicable agency regulations and procedures. 
* * * * * 
(w) Commercial supplier agreements—unenforceable clauses. When any supply or service acquired under this contract or order is 
subject to a contractor's commercial supplier agreement, the following shall be deemed incorporated into such agreement and modifies 
and replaces any similar language, provision, or clause in such agreement. As used herein, “this agreement” means any contractor 
commercial supplier agreement: 
(1) Notwithstanding any other provision of this agreement, when the end user is an agency or instrumentality of the U.S. Government, 
the following shall apply: 
(i) Applicability. This agreement is a part of a contract between commercial supplier and the U.S. Government for the acquisition 
of the supply or service that necessitates a license or other similar legal instrument (including all contracts, task orders, and delivery 
orders under FAR part 12). 
(ii) End user. This agreement shall bind the Government as end user but shall not operate to bind the Government employee or person 
acting on behalf of the Government in his or her personal capacity. 
(iii) Law and disputes. This agreement is governed by Federal law. 
(A) Any language, provision, or clause purporting to subject the U.S. Government to the laws of any U.S. state, territory, district, or 
municipality, or the laws of a foreign nation, except where Federal law expressly provides for the application of such laws, is hereby 
deleted and shall have no effect. 
(B) Any language, provision, or clause requiring dispute resolution in a specific forum or venue that is different from that prescribed 
by applicable Federal law is hereby deleted and shall have no effect. 
(C) Any language, provision, or clause prescribing a different time period for bringing an action than that prescribed by applicable 
Federal law in relation to a dispute is hereby deleted and shall have no effect. 
(iv) Continued performance. Notwithstanding any other provision in this agreement, if the Contractor believes the Government to be 
in breach of this contract, order, or agreement, it shall pursue its rights under the Contract Disputes Act or other applicable Federal 
statute while continuing performance as set forth in subparagraph (d), Disputes, of FAR 52.212-4. 
(v) Arbitration; equitable or injunctive relief. In the event of a claim or dispute arising under or relating to the contract, order, or this 
agreement, (A) binding arbitration shall not be used unless otherwise specifically authorized by agency guidance, and (B) equitable or 
injunctive relief, including the award of attorney fees, costs or interest, may be awarded against the Government only when explicitly 
provided by statute. 
(vi) Updating terms. 
(A) After award, the contractor may unilaterally revise terms if they are not material. Material terms are defined as: 
(1) Terms that change Government rights or obligations; 
(2) Terms that increase Government prices; 
(3) Terms that decrease the overall level of service; or 
(4) Terms that limit any other Government right addressed elsewhere in this contract. 
(B) For revisions that materially change the terms of the contract, the revised commercial supplier agreement must be incorporated 
into the contract using a bilateral modification. 
(C) Any agreement terms or conditions unilaterally revised subsequent to award that are inconsistent with any material term or 
provisions of this contract shall not be enforceable against the Government, and the Government shall not be deemed to have 
consented to them. 
(vii) Order of precedence. Any Order of Precedence clause in any commercial supplier agreement is not enforceable against the 
Government. The applicable Order of Precedence for this contract, order, or agreement is FAR 52.212-4(s), as revised by JAR 
2812.302 and 2852.212-4(s). 
(viii) No automatic renewals. If any license or service tied to period payment is provided under this agreement (e.g., annual software 
maintenance or annual lease term), such license or service shall not renew automatically upon expiration of its current term without 
prior express consent by a properly warranted contracting officer, and any provision or term of any license or service purporting to 
provide for automatic renewal is unenforceable against the Government. 
(ix) Indemnification by the Government or end-user. Any language, provision, or clause of this commercial supplier agreement 
requiring the Government or End-user to indemnify the commercial supplier or licensor is not enforceable against the Government. 
(x) Indemnification by the commercial supplier or licensor. Any clause of this agreement requiring or permitting the commercial 
supplier or licensor to defend the Government as a condition of indemnifying the Government for any claim of infringement is 
hereby amended to provide that the U.S. Department of Justice has the sole right to represent the United States in any such action, in 
accordance with 28 U.S.C. 516. 
(xi) Audits. Any language, provision, or clause of this commercial supplier agreement permitting Contractor to audit the end user's 
compliance with this agreement is not enforceable against the Government. To the extent any language, provision or clause of 



this agreement permits Contractor to audit the Government's compliance under this contract, order, or agreement, such language, 
provision, or clause of this agreement is hereby stricken and replaced as follows: 
“(A) If Contractor reasonably believes that the Government has violated the terms of this agreement with regard to the restrictions 
on authorized use and/or the number of authorized users, upon written request from Contractor, including an explanation of the 
basis for the request, DOJ will provide a redacted version of the Government's most recent Security Assessment and Authorization 
package (SAA) to Contractor on a confidential basis, so that Contractor may reasonably verify the Government's compliance with 
its obligations under this agreement. Contractor understands and agrees that the Government will remove or redact any information 
from the SAA that it reasonably believes may compromise (a) the security of the Government's information technology environment; 
(b) the confidentiality of any third-party proprietary or confidential information; (c) any confidential, sensitive law enforcement 
information; and (d) any other information that the Government believes may compromise a past, current, or prospective investigation, 
prosecution, or litigation. Notwithstanding the preceding, and subject to the Government's policies and procedures for such review, 
including but not limited to complying with all Government security requirements prior to being granted access to the Government's 
facilities, including the execution of appropriate confidentiality and/or non-disclosure agreements, the Government will arrange, 
upon Contractor's written request, for Contractor to view an un-redacted version of the SAA on Government premises. Contractor 
understands that Contractor will be provided a copy of the un-redacted SAA on Government premises only and that no un-redacted 
copy of the SAA, or any medium containing information relating to it, will be permitted to be removed from Government premises. 
(B) The Contractor also understands and agrees that the Contractor shall make a request under this paragraph no more than on an 
annual basis and only during the period of the contract, and that any activities performed by Contractor under this clause will be 
performed at Contractor's expense, without reimbursement by the Government. 
(C) Discrepancies found with regard to the restrictions on authorized use and/or the number of authorized users may result in a charge 
by Contractor to the Government. Any resulting invoice must comply with the proper invoicing and payment requirements specified 
in the contract. This charge, if disputed by the Government, will be resolved through the Disputes clause at 52.212-4(d); no payment 
obligation shall arise on the part of the Government until the conclusion of the dispute process.” 
(xii) Taxes or surcharges. Any taxes or surcharges which the Contractor seeks to pass along to the Government as end user will be 
governed by the terms of the underlying Government contract and, in any event, must be submitted to the Contracting Officer for a 
determination of applicability prior to invoicing unless specifically agreed to otherwise in the Government contract. 
(xiii) Non-assignment. This agreement may not be assigned, nor may any rights or obligations thereunder be delegated, without the 
Government's prior approval, except as expressly permitted under FAR 52.212-4 (b), Assignment. 
(xiv) Confidential information. 
(A) During the term of this contract or order, either party may identify information as “confidential information,” and there shall be 
no disclosure, dissemination, or publication of any such information except to the extent required for the performance of this contract 
or order and otherwise provided in this clause or by statute or regulation. Specifically, the parties agree that the party receiving 
confidential information may only disclose such information to its employees and contractors on a “need-to-know” basis to carry out 
the obligations of this contract or order, and that subcontractors performing under this Agreement are subject to the same stipulations 
provided in this provision. The parties also agree that this provision shall survive the termination of this contract or order, and any 
confidential information obtained or received which comes within these restrictions shall remain confidential, provided that the 
obligation to treat information as confidential shall not apply to information which is or becomes publicly available through no 
improper action of the receiving party; is or comes to be in the receiving party's possession independent of its relationship with 
the disclosing party; is developed by or becomes known to the receiving party without use of any confidential information of the 
disclosing party; or is obtained rightfully from a third party not bound by an obligation of confidentiality. Additionally, nothing in 
this contract or order shall restrict disclosure by the receiving party pursuant to any applicable law, including but not limited to the 
Freedom of Information Act, 5 U.S.C. 552, et seq., or an order of any court of competent jurisdiction, provided that in either such 
case the receiving party gives prompt notice to the disclosing party to allow the disclosing party to interpose an objection to such 
disclosure, take action to assure confidential handling of the confidential information, or take such other action as it deems appropriate 
to protect its confidential information. 
(B) The Government considers and hereby identifies as confidential any and all information related to any inquiries and/or searches 
performed by the Government or by contractor at the Government's direction under this contract or order, including the subject of any 
such inquiry or search and any and all search terms, regardless of whether provided in writing or orally to Contractor, and Contractor 
agrees that it may only disclose such information to its employees and contractors on a “need-to-know” basis to carry out the 
obligations of this contract or order and that it will not share, reveal, divulge, disclose, disseminate, or publicize any such information 
to any third party except as provided in this provision without the prior written approval of the Contracting Officer. Contractor also 
understands and agrees that any subcontractors performing under this contract or order are subject to the same stipulations and that 
Contractor may be held responsible for any violations of confidentiality by a subcontractor. 
(C) These provisions are consistent with and do not supersede, conflict with, or otherwise alter an employee's obligations, rights, 
or liabilities created by existing statute or Executive order relating to (1) classified information, (2) communications to Congress, 
(3) the reporting to an Inspector General of a violation of any law, rule, or regulation, or mismanagement, a gross waste of funds, 
an abuse of authority, or a substantial and specific danger to public health or safety, or (4) any other whistleblower protection. The 
definitions, requirements, obligations, rights, sanctions, and liabilities created by Executive orders and statutory provisions relating to 
whistleblower protection are incorporated into this contract and are controlling. 



(D) The Government may share the terms, conditions and prices set forth in this Order with, and provide a copy of the Order to, other 
Executive branch agencies of the U.S. Government, provided that the Government shall ensure that other Executive branch agencies 
to which it provides such information will be required to treat all such information consistent with terms and conditions set forth in 
this Order. 
(E) Notwithstanding anything in this agreement, the Government may retain any confidential information as required by law, 
regulation, or its internal document retention procedures for legal, regulatory, or compliance purposes; provided, however, that all 
such retained confidential information will continue to be subject to the confidentiality obligations of this Order. 
(xv) Authorized users. Authorized users may include full and part-time employees of the Government, including those working at or 
from remote locations, and contractors and contractor employees working within the scope of their contract with the Government, 
including those at or from remote locations. 
(xvi) Authorized use. Authorized users are authorized to use the product or service acquired under this contract in performing business 
on behalf of the Government. Any information obtained or acquired by the Government under this contract may be used by the 
Government in the performance of Government business. 
(2) If any language, provision, or clause of this agreement conflicts or is inconsistent with the preceding paragraph (w)(1), the 
language, provisions, or clause of paragraph (w)(1) shall prevails to the extent of such inconsistency. 

 
A.1 ADDENDUM TO FAR 52.212-4, Contract Terms and Conditions, Commercial Items (FAR 
Deviation) (NOV 2020) 

 
The terms and conditions for the following clauses are hereby incorporated into this solicitation and resulting 
contract as an addendum to FAR clause 52.212-4. 

 
 

Clauses By Reference 

52.252-2 CLAUSES INCORPORATED BY REFERENCE (FEB 1998) 

This contract incorporates one or more clauses by reference, with the same force and effect as if they were given in full 

text. Upon request, the Contracting Officer will make their full text available. Also, the full text of a clause may be accessed 

electronically at this/these address(es): www.acquisition.gov 

Clause Title Fill-ins (if applicable) 

52.204-19 Incorporation by Reference of Representations and Certifications (Dec 

 
2014) 

 

52.204-23 Prohibition on Contracting for Hardware, Software, and Services 

Developed or Provided by Kaspersky Lab and Other Covered Entities 

(Nov 2021) 

 

52.204-25 Prohibition on Contracting for Certain Telecommunications and Video 

 
Surveillance Services or Equipment (Nov 2021) 

 

52.219-6 Notice of Total Small Business Set-Aside (Nov 2020)  

52.223-18 Encouraging Contractor Policies to Ban Text Messaging While Driving 

 
(Jun 2020) 

 

52.232-18 Availability of Funds (Apr 1984)  



 

Clause Title Fill-ins (if applicable) 

52.233-1 Disputes (May 2014)  

52.233-3 Protest after Award (Aug 1996)  

52.249-1 Termination for Convenience of the Government (Fixed-Price) (Short 

 
Form) (Apr 1984) 

 

 

Clauses By Full Text 

USMS-0012 Contracting Officer's Representative (COR) 

CONTRACTING OFFICER'S REPRESENTATIVE (COR) (AUG 2017) 
(a) Angela Price is hereby designated as the Contracting Officer's Representative (COR). The COR may be changed at any time by the 
Government without prior notice to the contractor by a unilateral modification to the contract. The COR is located at: 
Phone Number:619-410-3029 
E-mail:[Email] 
(b) The responsibilities and limitations of the COR are as follows: 

(1) The COR is responsible for the technical aspects of the contract and serves as technical liaison with the contractor. The COR is 
also responsible for the final inspection and acceptance of all deliverables and such other responsibilities as may be specified in the 
contract. 

(2) The COR is not authorized to make any commitments or otherwise obligate the Government or authorize any changes which 
affect the contract price, terms or conditions. Any contractor request for changes shall be referred to the Contracting Officer directly 
or through the COR. No such changes shall be made without the express written prior authorization of the Contracting Officer. The 
Contracting Officer may designate assistant or alternate COR(s) to act for the COR by naming such assistant/alternate(s) in writing 
and transmitting a copy of such designation to the contractor. 
(End of clause) 

 
DJAR-PGD-02-02B Non-U.S. Citizens Prohibited from Access to DOJ Information Technology (IT) Systems 

The Department of Justice (DOJ) will no longer permit the use of Non-U.S. citizens in the performance of this contract or 
commitment for any position that involves access to or development of any DOJ IT system. By signing the contract or commitment 
document, the contractor agrees to this restriction with respect to all new employees utilized directly to perform duties on the contract. 
Non-U.S. citizens currently employees under this contract or commitment may continue performance unless otherwise directed by 
the Department of Justice. No new, replacement, or additional Non-U.S. citizens may be added to the contract without the express 
approval of the Department of Justice. [In those instances where other non-IT requirements contained in the contract or commitment 
can be met by using Non-U.S. citizens, those requirements shall be clearly described.]. 
(End of Clause) 

 

DJAR-PGD-08-04 Security of Systems and Data, Including Personally Identifiable Information 

Security of Systems and Data, Including Personally Identifiable Data. 
a. Systems Security 
The work to be performed under this contract requires the handling of data that originated within the Department, data that the 
contractor manages or acquires for the Department, and/or data that is acquired in order to perform the contract and concerns 
Department programs or personnel. 
For all systems handling such data, the contractor shall comply with all security requirements applicable to Department of Justice 
systems, including but not limited to all Executive Branch system security requirements (e.g., requirements imposed by OMB and 
NIST), DOJ IT Security Standards, and DOJ Order 2640.2E. The contractor shall provide DOJ access to and information regarding 
the contractor's systems when requested by the Department in connection with its efforts to ensure compliance with all such security 
requirements, and shall otherwise cooperate with the Department in such efforts. DOJ access shall include independent validation 
testing of controls, system penetration testing by DOJ, FISMA data reviews, and access by the DOJ Office of the Inspector General 
for its reviews. 
The use of contractor-owned laptops or other media storage devices to process or store data covered by this clause is prohibited until 
the contractor provides a letter to the contracting officer (CO) certifying the following requirements: 
1. Laptops must employ encryption using a NIST Federal Information Processing Standard (FIPS) 140-2 approved product; 
2. The contractor must develop and implement a process to ensure that security and other applications software is kept up-to-date; 



3. Mobile computing devices will utilize anti-viral software and a host-based firewall mechanism; 
4. The contractor shall log all computer-readable data extracts from databases holding sensitive information and verify each extract 
including sensitive data has been erased within 90 days or its use is still required. All DOJ information is sensitive information unless 
designated as non-sensitive by the Department; 
5. Contractor-owned removable media, such as removable hard drives, flash drives, CDs, and floppy disks, containing DOJ data, shall 
not be removed from DOJ facilities unless encrypted using a NIST FEPS 140-2 approved product; 
6. When no longer needed, all removable media and laptop hard drives shall be processed (sanitized, degaussed, or destroyed) in 
accordance with security requirements applicable to DOJ; 
7. Contracting firms shall keep an accurate inventory of devices used on DOJ contracts; 
8. Rules of behavior must be signed by users. These rules shall address at a minimum: authorized and official use; prohibition against 
unauthorized users; and protection of sensitive data and personally identifiable information; 
9. All DOJ data will be removed from contractor-owned laptops upon termination of contractor work. This removal must be 
accomplished in accordance with DOJ IT Security Standard requirements. Certification of data removal will be performed by 
the contractor's project manager and a letter confirming certification will be delivered to the CO within 15 days of termination of 
contractor work; 
b. Data Security 
By acceptance of, or performance on, this contract, the contractor agrees that with respect to the data identified in paragraph a, in 
the event of any actual or suspected breach of such data (i.e., loss of control, compromise, unauthorized disclosure, access for an 
unauthorized purpose, or other unauthorized access, whether physical or electronic), the contractor will immediately (and in no 
event later than within one hour of discovery) report the breach to the DOJ CO and the contracting officer's technical representative 
(COTR). 
If the data breach occurs outside of regular business hours and/or neither the CO nor the COTR can be reached, the contractor shall 
call the DOJ Computer Emergency Readiness Team (DOJCERT) at 1-866-US4-CERT (1-866-874-2378) within one hour of discovery 
of the breach. The contractor shall also notify the CO as soon as possible during regular business hours. 
c. Personally Identifiable Information Notification Requirement 
The contractor further certifies that it has a security policy in place that contains procedures to promptly notify any individual whose 
personally identifiable information (as defined by OMB) was, or is reasonably believed to have been, breached. Any notification shall 
be coordinated with the Department, and shall not proceed until the Department has made a determination that notification would not 
impede a law enforcement investigation or jeopardize national security. The method and content of any notification by the contractor 
shall be coordinated with, and be subject to the approval of, the Department. The contractor assumes full responsibility for taking 
corrective action consistent with the Department's Data Breach Notification Procedures, which may include offering credit monitoring 
when appropriate. 
d. Pass-through of Security Requirements to Subcontractors 
The requirements set forth in Paragraphs a through c above, apply to all subcontractors who perform work in connection with this 
contract. For each subcontractor, the contractor must certify that it has required the subcontractor to adhere to all such requirements. 
Any breach by a subcontractor of any of the provisions set forth in this clause will be attributed to the contractor. 
B. Information Resellers or Data Brokers 
For contracts where the Department obtains PII from a contractor (such as an information reseller or data broker) but the contractor 
does not handle the data described in Section A of this guidance document, the following clause must be used: 
Information Resellers or Data Brokers 
Under this contract, the Department obtains personally identifiable information about individuals from the contractor. The contractor 
hereby certifies that it has a security policy in place which contains procedures to promptly notify any individual whose personally 
identifiable information (as defined by OMB) was, or is reasonably believed to have been, lost or acquired by an unauthorized person 
while the data is under the control of the contractor. In any case in which the data that was lost or improperly acquired reflects or 
consists of data that originated with the Department, or reflects sensitive law enforcement or national security interest in the data, the 
contractor shall notify the Department contracting officer so that the Department may determine whether notification would impede 
a law enforcement investigation or jeopardize national security. In such cases, the contractor shall not notify the individuals until it 
receives further instruction from the Department. 
(End of Clause) 

 

DJAR-PGD-08-05 Contractor Certification of Compliance with Federal Tax Requirements 

Contractor Certification of Compliance with Federal Tax Requirements 
By submitting a response to a solicitation or accepting a contract award, the contractor certifies that, to the best of its knowledge and 
belief, the contractor has filed all Federal tax returns required during the three years preceding the certification, has not been convicted 
of a criminal offense under the Internal Revenue Code of 1986, and has not, more than 90 days prior to certification, been notified of 
any unpaid Federal tax assessment for which the liability remains unsatisfied, unless the assessment is the subject of an installment 
agreement or offer in compromise that has been approved by the Internal Revenue Service and is not in default, or the assessment is 
the subject of a nonfrivolous administrative or judicial proceeding. 



(End of Clause) 

 
DOJ-07 Prohibition On Access By Non-U.S. Citizens To DOJ IT Systems (MAR 2002) 

The Department of Justice does not permit the use of Non-U.S. citizens in the performance of this contract or commitment for 
any position that involves access to or development of any DOJ IT system. By signing the contract or commitment document, the 
contractor agrees to this restriction. In those instances where other non-IT requirements contained in the contract or commitment can 
be met by using Non-U.S. citizens, those requirements shall be clearly described. 
(End of Clause) 

 
52.252-2 Clauses Incorporated by Reference (Feb 1998) 

This contract incorporates one or more clauses by reference, with the same force and effect as if they were given in full text. Upon 
request, the Contracting Officer will make their full text available. Also, the full text of a clause may be accessed electronically at this/ 
these address(es): 

 
www.acquisition.gov 

 

 
[Insert one or more Internet addresses] 

 
(End of clause) 

 
52.209-10 Prohibition on Contracting with Inverted Domestic Corporations (Nov 2015) 

(a) Definitions. As used in this clause-- 
 

"Inverted domestic corporation" means a foreign incorporated entity that meets the definition of an inverted domestic corporation 
under 6 U.S.C. 395(b), applied in accordance with the rules and definitions of 6 U.S.C. 395(c). 

 
"Subsidiary" means an entity in which more than 50 percent of the entity is owned-- 

 
(1) Directly by a parent corporation; or 

 
(2) Through another subsidiary of a parent corporation. 

 
(b) If the contractor reorganizes as an inverted domestic corporation or becomes a subsidiary of an inverted domestic corporation at 
any time during the period of performance of this contract, the Government may be prohibited from paying for Contractor activities 
performed after the date when it becomes an inverted domestic corporation or subsidiary. The Government may seek any available 
remedies in the event the Contractor fails to perform in accordance with the terms and conditions of the contract as a result of 
Government action under this clause. 

 
(c) Exceptions to this prohibition are located at 9.108-2. 

 
(d) In the event the Contractor becomes either an inverted domestic corporation, or a subsidiary of an inverted domestic corporation 
during contract performance, the Contractor shall give written notice to the Contracting Officer within five business days from the 
date of the inversion event. 

 
(End of clause) 

 
52.217-9 Option to Extend the Term of the Contract (Mar 2000) 

(a) The Government may extend the term of this contract by written notice to the Contractor within 10 [insert the period of time within 
which the Contracting Officer may exercise the option]; provided that the Government gives the Contractor a preliminary written 
notice of its intent to extend at least 15 days [60 days unless a different number of days is inserted] before the contract expires. The 
preliminary notice does not commit the Government to an extension. 

 
(b) If the Government exercises this option, the extended contract shall be considered to include this option clause. 



(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed 66 (months)(years). 

(End of clause) 

52.222-50 Alt I Combating Trafficking in Persons (Nov 2021) - Alternate I (Mar 2015) 

(a) Definitions. As used in this clause-- 
 

Agent means any individual, including a director, an officer, an employee, or an independent contractor, authorized to act on behalf of 
the organization. 

 
Coercion means-- 

 
(1) Threats of serious harm to or physical restraint against any person; 

 
(2) Any scheme, plan, or pattern intended to cause a person to believe that failure to perform an act would result in serious harm to or 
physical restraint against any person; or 

 
(3) The abuse or threatened abuse of the legal process. 

 
Commercial sex act means any sex act on account of which anything of value is given to or received by any person. 

 
Commercially available off-the-shelf (COTS) item-- 

 
(1) Means any item of supply (including construction material) that is-- 

 
(i) A commercial product (as defined in paragraph (1) of the definition of "commercial product" at Federal Acquisition Regulation 
(FAR) 2.101; 

 
(ii) Sold in substantial quantities in the commercial marketplace; and 

 
(iii) Offered to the Government, under a contract or subcontract at any tier, without modification, in the same form in which it is sold 
in the commercial marketplace; and 

 
(2) Does not include bulk cargo, as defined in 46 U.S.C. 40102(4), such as agricultural products and petroleum products. 

 
Debt bondage means the status or condition of a debtor arising from a pledge by the debtor of his or her personal services or of those 
of a person under his or her control as a security for debt, if the value of those services as reasonably assessed is not applied toward 
the liquidation of the debt or the length and nature of those services are not respectively limited and defined. 

 
Employee means an employee of the Contractor directly engaged in the performance of work under the contract who has other than a 
minimal impact or involvement in contract performance. 

 
Forced Labor means knowingly providing or obtaining the labor or services of a person-- 

 
(1) By threats of serious harm to, or physical restraint against, that person or another person; 

 
(2) By means of any scheme, plan, or pattern intended to cause the person to believe that, if the person did not perform such labor or 
services, that person or another person would suffer serious harm or physical restraint; or 

 
(3) By means of the abuse or threatened abuse of law or the legal process. 

"Involuntary servitude" includes a condition of servitude induced by means of-- 

(1) Any scheme, plan, or pattern intended to cause a person to believe that, if the person did not enter into or continue in such 
conditions, that person or another person would suffer serious harm or physical restraint; or 

 
(2) The abuse or threatened abuse of the legal process. 



Recruitment fees means fees of any type, including charges, costs, assessments, or other financial obligations, that are associated with 
the recruiting process, regardless of the time, manner, or location of imposition or collection of the fee. 

 
(1) Recruitment fees include, but are not limited to, the following fees (when they are associated with the recruiting process) for-- 

 
(i) Soliciting, identifying, considering, interviewing, referring, retaining, transferring, selecting, training, providing orientation to, 
skills testing, recommending, or placing employees or potential employees; 

 
(ii) Advertising 

 
(iii) Obtaining permanent or temporary labor certification, including any associated fees; 

 
(iv) Processing applications and petitions; 

 
(v) Acquiring visas, including any associated fees; 

 
(vi) Acquiring photographs and identity or immigration documents, such as passports, including any associated fees; 

 
(vii) Accessing the job opportunity, including required medical examinations and immunizations; background, reference, and security 
clearance checks and examinations; and additional certifications; 

 
(viii) An employer's recruiters, agents or attorneys, or other notary or legal fees; 

 
(ix) Language interpretation or translation, arranging for or accompanying on travel, or providing other advice to employees or 
potential employees; 

 
(x) Government-mandated fees, such as border crossing fees, levies, or worker welfare funds; 

 
(xi) Transportation and subsistence costs-- 

 
(A) While in transit, including, but not limited to, airfare or costs of other modes of transportation, terminal fees, and travel taxes 
associated with travel from the country of origin to the country of performance and the return journey upon the end of employment; 
and 

 
(B) From the airport or disembarkation point to the worksite; 

 
(xii) Security deposits, bonds, and insurance; and 

 
(xiii) Equipment charges. 

 
(2) A recruitment fee, as described in the introductory text of this definition, is a recruitment fee, regardless of whether the payment 
is-- 

 
(i) Paid in property or money; 

 
(ii) Deducted from wages; 

 
(iii) Paid back in wage or benefit concessions; 

 
(iv) Paid back as a kickback, bribe, in-kind payment, free labor, tip, or tribute; or 

 
(v) Collected by an employer or a third party, whether licensed or unlicensed, including, but not limited to-- 

 
(A) Agents; 

 
(B) Labor brokers; 

 
(C) Recruiters; 

 
(D) Staffing firms (including private employment and placement firms); 



 

(E) Subsidiaries/affiliates of the employer; 
 

(F) Any agent or employee of such entities; and 
 

(G) Subcontractors at all tiers. 
 

Severe forms of trafficking in persons means-- 
 

(1) Sex trafficking in which a commercial sex act is induced by force, fraud, or coercion, or in which the person induced to perform 
such act has not attained 18 years of age; or 

 
(2) The recruitment, harboring, transportation, provision, or obtaining of a person for labor or services, through the use of force, fraud, 
or coercion for the purpose of subjection to involuntary servitude, peonage, debt bondage, or slavery. 

 
Sex trafficking means the recruitment, harboring, transportation, provision, or obtaining of a person for the purpose of a commercial 
sex act. 

 
Subcontract means any contract entered into by a subcontractor to furnish supplies or services for performance of a prime contract or a 
subcontract. 

 
Subcontractor means any supplier, distributor, vendor, or firm that furnishes supplies or services to or for a prime contractor or 
another subcontractor. 

 
United States means the 50 States, the District of Columbia, and outlying areas. 

 
(b) Policy. The United States Government has adopted a policy prohibiting trafficking in persons including the trafficking-related 
activities of this clause. Contractors, contractor employees, and their agents shall not-- 

 
(1) Engage in severe forms of trafficking in persons during the period of performance of the contract; 

 
(2) Procure commercial sex acts during the period of performance of the contract; 

 
(3) Use forced labor in the performance of the contract; 

 
(4) Destroy, conceal, confiscate, or otherwise deny access by an employee to the employee's identity or immigration documents, such 
as passports or drivers' licenses, regardless of issuing authority; 

 
(5)(i) Use misleading or fraudulent practices during the recruitment of employees or offering of employment, such as failing to 
disclose, in a format and language understood by the employee or potential employee, basic information or making material 
misrepresentations during the recruitment of employees regarding the key terms and conditions of employment, including wages and 
fringe benefits, the location of work, the living conditions, housing and associated costs (if employer or agent provided or arranged), 
any significant costs to be charged to the employee or potential employee, and, if applicable, the hazardous nature of the work; 

 
(ii) Use recruiters that do not comply with local labor laws of the country in which the recruiting takes place; 

 
(6) Charge employees or potential employees recruitment fees; 

 
(7)(i) Fail to provide return transportation or pay for the cost of return transportation upon the end of employment-- 

 
(A) For an employee who is not a national of the country in which the work is taking place and who was brought into that country for 
the purpose of working on a U.S. Government contract or subcontract (for portions of contracts performed outside the United States); 
or 

 
(B) For an employee who is not a United States national and who was brought into the United States for the purpose of working on 
a U.S. Government contract or subcontract, if the payment of such costs is required under existing temporary worker programs or 
pursuant to a written agreement with the employee (for portions of contracts performed inside the United States); except that-- 

 
(ii) The requirements of paragraphs (b)(7)(i) of this clause shall not apply to an employee who is-- 



(A) Legally permitted to remain in the country of employment and who chooses to do so; or 
 

(B) Exempted by an authorized official of the contracting agency from the requirement to provide return transportation or pay for the 
cost of return transportation; 

 
(iii) The requirements of paragraph (b)(7)(i) of this clause are modified for a victim of trafficking in persons who is seeking victim 
services or legal redress in the country of employment, or for a witness in an enforcement action related to trafficking in persons. The 
contractor shall provide the return transportation or pay the cost of return transportation in a way that does not obstruct the victim 
services, legal redress, or witness activity. For example, the contractor shall not only offer return transportation to a witness at a time 
when the witness is still needed to testify. This paragraph does not apply when the exemptions at paragraph (b)(7)(ii) of this clause 
apply. 

 
(8) Provide or arrange housing that fails to meet the host country housing and safety standards; or 

 
(9) If required by law or contract, fail to provide an employment contract, recruitment agreement, or other required work document in 
writing. Such written work document shall be in a language the employee understands. If the employee must relocate to perform the 
work, the work document shall be provided to the employee at least five days prior to the employee relocating. The employee's work 
document shall include, but is not limited to, details about work description, wages, prohibition on charging recruitment fees, work 
location(s), living accommodations and associated costs, time off, roundtrip transportation arrangements, grievance process, and the 
content of applicable laws and regulations that prohibit trafficking in persons. 

 
(c) Contractor requirements. The Contractor shall-- 

 
(1) Notify its employees and agents of-- 

 
(i)(A) The United States Government's policy prohibiting trafficking in persons described in paragraph (b) of this clause; and 

 
(B) The following directive(s) or notice(s) applicable to employees performing work at the contract place(s) of performance as 
indicated below: 

 
Document Title Document may be obtained from: Applies to performance in/at: 
NA NA NA 
   

[Contracting Officer shall insert title of directive/notice; indicate the document is attached or provide source (such as website link) for 
obtaining document; and, indicate the contract performance location outside the United States to which the document applies.] 

 
(ii) The actions that will be taken against employees or agents for violations of this policy. Such actions for employees may include, 
but are not limited to, removal from the contract, reduction in benefits, or termination of employment; and 

 
(2) Take appropriate action, up to and including termination, against employees, agents, or subcontractors that violate the policy in 
paragraph (b) of this clause. 

 
(d) Notification. (1) The Contractor shall inform the Contracting Officer and the agency Inspector General immediately of-- 

 
(i) Any credible information it receives from any source (including host country law enforcement) that alleges a Contractor employee, 
subcontractor, subcontractor employee, or their agent has engaged in conduct that violates the policy in paragraph (b) of this clause 
(see also 18 U.S.C. 1351, Fraud in Foreign Labor Contracting, and 52.203-13(b)(3)(i)(A), if that clause is included in the solicitation 
or contract, which requires disclosure to the agency Office of the Inspector General when the Contractor has credible evidence of 
fraud); and 

 
(ii) Any actions taken against a Contractor employee, subcontractor, subcontractor employee, or their agent pursuant to this clause. 

 
(2) If the allegation may be associated with more than one contract, the Contractor shall inform the contracting officer for the contract 
with the highest dollar value. 

 
(e) Remedies. In addition to other remedies available to the Government, the Contractor's failure to comply with the requirements of 
paragraphs (c), (d), (g), (h), or (i) of this clause may result in-- 



(1) Requiring the Contractor to remove a Contractor employee or employees from the performance of the contract; 
 

(2) Requiring the Contractor to terminate a subcontract; 
 

(3) Suspension of contract payments until the Contractor has taken appropriate remedial action; 
 

(4) Loss of award fee, consistent with the award fee plan, for the performance period in which the Government determined Contractor 
non-compliance; 

 
(5) Declining to exercise available options under the contract; 

 
(6) Termination of the contract for default or cause, in accordance with the termination clause of this contract; or 

 
(7) Suspension or debarment. 

 
(f) Mitigating and aggravating factors. When determining remedies, the Contracting Officer may consider the following: 

 
(1) Mitigating factors. The Contractor had a Trafficking in Persons compliance plan or an awareness program at the time of the 
violation, was in compliance with the plan, and has taken appropriate remedial actions for the violation, that may include reparation to 
victims for such violations. 

 
(2) Aggravating factors. The Contractor failed to abate an alleged violation or enforce the requirements of a compliance plan, when 
directed by the Contracting Officer to do so. 

 
(g) Full cooperation. (1) The Contractor shall, at a minimum-- 

 
(i) Disclose to the agency Inspector General information sufficient to identify the nature and extent of an offense and the individuals 
responsible for the conduct; 

 
(ii) Provide timely and complete responses to Government auditors' and investigators' requests for documents; 

 
(iii) Cooperate fully in providing reasonable access to its facilities and staff (both inside and outside the U.S.) to allow contracting 
agencies and other responsible Federal agencies to conduct audits, investigations, or other actions to ascertain compliance with the 
Trafficking Victims Protection Act of 2000 (22 U.S.C. chapter 78), E.O. 13627, or any other applicable law or regulation establishing 
restrictions on trafficking in persons, the procurement of commercial sex acts, or the use of forced labor; and 

 
(iv) Protect all employees suspected of being victims of or witnesses to prohibited activities, prior to returning to the country from 
which the employee was recruited, and shall not prevent or hinder the ability of these employees from cooperating fully with 
Government authorities. 

 
(2) The requirement for full cooperation does not foreclose any Contractor rights arising in law, the FAR, or the terms of the contract. 
It does not-- 

 
(i) Require the Contractor to waive its attorney-client privilege or the protections afforded by the attorney work product doctrine; 

 
(ii) Require any officer, director, owner, employee, or agent of the Contractor, including a sole proprietor, to waive his or her attorney 
client privilege or Fifth Amendment rights; or 

 
(iii) Restrict the Contractor from-- 

 
(A) Conducting an internal investigation; or 

 
(B) Defending a proceeding or dispute arising under the contract or related to a potential or disclosed violation. 

 
(h) Compliance plan. (1) This paragraph (h) applies to any portion of the contract that-- 

 
(i) Is for supplies, other than commercially available off-the-shelf items, acquired outside the United States, or services to be 
performed outside the United States; and 

 
(ii) Has an estimated value that exceeds $550,000. 



 

(2) The Contractor shall maintain a compliance plan during the performance of the contract that is appropriate-- 
 

(i) To the size and complexity of the contract; and 
 

(ii) To the nature and scope of the activities to be performed for the Government, including the number of non-United States citizens 
expected to be employed and the risk that the contract or subcontract will involve services or supplies susceptible to trafficking in 
persons. 

 
(3) Minimum requirements. The compliance plan must include, at a minimum, the following: 

 
(i) An awareness program to inform contractor employees about the Government's policy prohibiting trafficking- related activities 
described in paragraph (b) of this clause, the activities prohibited, and the actions that will be taken against the employee for 
violations. Additional information about Trafficking in Persons and examples of awareness programs can be found at the website for 
the Department of State's Office to Monitor and Combat Trafficking in Persons at http://www.state.gov/j/tip/. 

 
(ii) A process for employees to report, without fear of retaliation, activity inconsistent with the policy prohibiting trafficking in 
persons, including a means to make available to all employees the hotline phone number of the Global Human Trafficking Hotline at 
1-844-888-FREE and its email address at help@befree.org. 

 
(iii) A recruitment and wage plan that only permits the use of recruitment companies with trained employees, prohibits charging 
recruitment fees to the employees or potential employees and ensures that wages meet applicable host-country legal requirements or 
explains any variance. 

 
(iv) A housing plan, if the Contractor or subcontractor intends to provide or arrange housing, that ensures that the housing meets host- 
country housing and safety standards. 

 
(v) Procedures to prevent agents and subcontractors at any tier and at any dollar value from engaging in trafficking in persons 
(including activities in paragraph (b) of this clause) and to monitor, detect, and terminate any agents, subcontracts, or subcontractor 
employees that have engaged in such activities. 

 
(4) Posting. (i) The Contractor shall post the relevant contents of the compliance plan, no later than the initiation of contract 
performance, at the workplace (unless the work is to be performed in the field or not in a fixed location) and on the Contractor's Web 
site (if one is maintained). If posting at the workplace or on the Web site is impracticable, the Contractor shall provide the relevant 
contents of the compliance plan to each worker in writing. 

 
(ii) The Contractor shall provide the compliance plan to the Contracting Officer upon request. 

 
(5) Certification. Annually after receiving an award, the Contractor shall submit a certification to the Contracting Officer that-- 

 
(i) It has implemented a compliance plan to prevent any prohibited activities identified at paragraph (b) of this clause and to monitor, 
detect, and terminate any agent, subcontract or subcontractor employee engaging in prohibited activities; and 

 
(ii) After having conducted due diligence, either-- 

 
(A) To the best of the Contractor's knowledge and belief, neither it nor any of its agents, subcontractors, or their agents is engaged in 
any such activities; or 

 
(B) If abuses relating to any of the prohibited activities identified in paragraph (b) of this clause have been found, the Contractor or 
subcontractor has taken the appropriate remedial and referral actions. 

 
(i) Subcontracts. (1) The Contractor shall include the substance of this clause, including this paragraph (i), in all subcontracts and in 
all contracts with agents. The requirements in paragraph (h) of this clause apply only to any portion of the subcontract that-- 

 
(i) Is for supplies, other than commercially available off-the-shelf items, acquired outside the United States, or services to be 
performed outside the United States; and 

 
(ii) Has an estimated value that exceeds $550,000. 



(2) If any subcontractor is required by this clause to submit a certification, the Contractor shall require submission prior to the award 
of the subcontract and annually thereafter. The certification shall cover the items in paragraph (h)(5) of this clause. 

 
(End of clause) 

 
 
 

DOJ-08 Continuing Contract Performance During a Pandemic Influenza or other National Emergency (OCT 2007) 

During a Pandemic or other emergency we understand that our contractor workforce will experience the same high levels of 
absenteeism as our federal employees. Although the Excusable Delays and Termination for Default clauses used in government 
contracts list epidemics and quarantine restrictions among the reasons to excuse delays in contract performance, we expect our 
contractors to make a reasonable effort to keep performance at an acceptable level during emergency periods. 

 
The Office of Personnel Management (OPM) has provided guidance to federal managers and employees on the kinds of actions to be 
taken to ensure the continuity of operations during emergency periods. This guidance is also applicable to our contract workforce. 
Contractors are expected to have reasonable policies in place for continuing work performance, particularly those performing mission 

critical services, during a pandemic influenza or other emergency situation. 
The types of actions a federal contractor should reasonably take to help ensure performance are: 

 
• Encourage employees to get inoculations or follow other preventive measures as advised by the public health service. 

 
• Contractors should cross-train workers as backup for all positions performing critical services. This is particularly 

important for work such as guard services where telework is not an option. 
 

• Implement telework to the greatest extent possible in the workgroup so systems are in place to support successful remote 
work in an emergency. 

 
• Communicate expectations to all employees regarding their roles and responsibilities in relation to remote work in the 

event of a pandemic health crisis or other emergency. 
 

• Establish communication processes to notify employees of activation of this plan. 
 

• Integrate pandemic health crisis response expectations into telework agreements. 
 

• With the employee, assess requirements for working at home (supplies and equipment needed for an extended telework 
period). Security concerns should be considered in making equipment choices; agencies or contractors may wish to avoid 
use of employees' personal computers and provide them with PCs or laptops as appropriate. 

 
• Determine how all employees who may telework will communicate with one another and with management to accomplish 

work. 
 

• Practice telework regularly to ensure effectiveness. 
 

• Make it clear that in emergency situations, employees must perform all duties assigned by management, even if they are 
outside usual or customary duties. 

 
• Identify how time and attendance will be maintained. 

 
 

It is the contractor's responsibility to advise the government contracting officer if they anticipate not being able to perform and to work 
with the Department to fill gaps as necessary. This means direct communication with the contracting officer or in his/her absence, 
another responsible person in the contracting office via telephone or email messages acknowledging the contractor’s notification. The 
incumbent contractor is responsible for assisting the Department in estimating the adverse impacts of nonperformance and to work 
diligently with the Department to develop a strategy for maintaining the continuity of operations. 

 
The Department does reserve the right in such emergency situations to use federal employees. employees of other agencies, contract 
support from other existing contractors, or to enter into new contracts for critical support services. Any new contracting efforts would 



be acquired following the guidance in the Office of federal Procurement Policy issuance "Emergency Acquisitions", May, 2007 and 
Subpart 18.2. Emergency Acquisition Flexibilities, of the Federal Acquisition Regulations. 

 
(End of Clause) 

 
USMS-0001 Release of Residual Funds ($100 or Less) 

The contractor is advised when submitting the final invoice under this contract to submit an information copy of the invoice to the 
Contracting Officer. The invoice must be marked “Information Copy – Final Invoice.” If residual funds on the contract total $100 or 
less, the government will automatically deobligate the residual funds without further communication with the vendor. Upon receipt 
and payment of the final invoice, it is understood and agreed that all outstanding obligations incurred on the above referenced contract 
have been satisfied. Therefore, it is further understood and agreed that the government shall not be liable for the payment of any 
future invoices that may be submitted under the above referenced contract. (Applies to all contracts) 

 
(End of clause) 

 
USMS-0002 Release of Residual Funds (Greater Than $100) 

If funds greater than $100 remain on this contract after the final invoice, the Government will issue a bilateral modification to 
authorize release of those funds. The contractor’s signature on the modification will constitute understanding and agreement that all 
outstanding obligations incurred on this contract have been satisfied. The Government shall not be held liable for the payment of any 
further invoices submitted under this contract. The contractor will have up to 30 calendar days after issuance of the modification to 
sign and return it. Further, failure to sign and return the modification within the stated time period shall be considered acceptance 
of the government’s intent to deobligate the residual funds; and releases the Government from any future liability stemming from or 
related to this contract. (Applies to all contracts.) 
(End of clause) 

 
USMS-0003 Acceleration of Payments to Small Businesses 

In order for the United States Marshals Service Payment Office to comply with OMB Memorandum M-11-32, all invoices from any 
small business must include the following statement of self-certification of its small business status: 
"I hereby certify that [Vendor Name]is a small business concern as defined in Federal Acquisition Regulation (FAR) subpart 2.101." 
This requirement for certification is in addition to any other invoicing instructions for this contract. Failure to include this certification 
on invoices may result in delayed payment. 

 
USMS-0008 Productive/Non-Productive Language 

Productive hours are defined as those hours ordered and to be paid by the Government to the Contractor for an equivalent number of 
actual labor hours worked, except when a condition described below applies. This contract does not prohibit the Contractor and/or 
subcontractor(s) from paying its employee for non-billable hours from overhead or other accounts. 

 
1. Ordering Productive Hours 
Services under the resulting contract will be ordered by individual task orders, if applicable. If services are ordered under a resulting 
contract, each individual task order will include the component, location, Contract Line Item Number (CLIN) Labor category, and 
billing rate. The quantity of hours ordered, will be categorized as productive hours. 

 
2. Productive hours DO NOT include: 
2.1 Leave time (holiday, sick, vacation, administrative, disability or child care, leave without pay, jury duty, or military leave). 

 
2.2 The time required for "qualification" training of new or substandard contractor employees; or "upgrade" training which is provided 
by the Contractor. 

 
2.3 The time prior to the start of the workday where the operations of the Federal agency have been shut-down or curtailed due to 
unusually severe weather, other Acts of God, budgetary reasons, or other unforeseeable circumstances. 

 
2.4 Special Holiday Time provided by Executive Order from the President of the United States. 

 
3.Productive hours DO include: 



3.1 he time required to attend training specifically ordered by the Government, including reasonable travel time as determined by the 
Contracting Officer’s Representative (COR), Assistant Contracting Officer’s Representative (ACOR) or Quality Assurance Evaluator 
(QAE). 

 
3.2 The intermittent time or times, when Government operations are closed for the balance of a work day that has already commenced. 
The closing of operations during these periods is usually related to concerns regarding the safety of employees. In these rare 
instances, the contractor may bill for the balance of the scheduled workday(s) with the specific written authorization of the COR, 
ACOR or QAE. 
4. Time Spent Traveling. 
The COR, ACOR or QAE shall grant approval of all travel time before the Contractor employee travels. The travel time to attend 
training, meetings, conferences, etc. specifically ordered by the Government shall be considered Productive Hours if: 
4.1 The individual is required to travel during regular working hours; 
4.2 An individual is required to drive a vehicle or perform other work while traveling; 
4.3 An individual is required to travel as a passenger on a one-day assignment away from the official duty station; 
4.4 An individual is required to travel as a passenger on an overnight assignment away from the official duty station during hours on 
non-workdays that correspond to the employee's regular working hours; or 
4.5 When an individual travels directly from home to a temporary duty location outside the limits of a 50 mile radius of his or her 
official duty station, the time the employee would have spent in normal home to work travel shall be deducted from productive 
hours of work as specified in paragraphs (4.2) and (4.3) of this section. 
Example: The COR, ACOR, or QAE requests an individual who lives in Washington, DC, with a duty station in Crystal City, VA, to 
attend an eight (8) hour training session in Richmond, VA. The individual’s normal commute time is one (1) hour from DC to Crystal 
City. It takes the individual a total of four (4) hours to go to and from the training site in Richmond, VA. The Contractor must deduct 
two (2) hours from the 12 hour work day. Eight (8) hours of training plus four (4) hours of travel time equals a 12 hour workday. The 
contractor can only invoice the Government for 10 productive hours worked. The vendor must deduct the individual’s normal two (2) 
hour commute time from the 12 hour workday. 

 
Further, the Contractor must, at all times, maintain an adequate workforce for the uninterrupted performance of all tasks defined 
within this SOW when the Government facility is not closed for the reasons indicated above. When hiring personnel, the Contractor 
shall keep in mind that the stability and continuity of the workforce are essential. 

 
USMS-0009 NON-DISCLOSURE AND CONFIDENTIALITY AGREEMENT 

 

Non-Disclosure and Confidentiality Agreement 
 

This Non-Disclosure/Confidentiality Agreement is a standard agreement designed for use by and 
its employees and subcontractors assigned to work as a/an for the Department of 
Justice, United States Marshals Service (USMS), under    

 
The use of this agreement is designed to protect non-public information from disclosure and to 
prevent violations of federal statutes and regulations. 

 
The contract and the employees working on the contract will be subject to the whistleblower rights and 
remedies in the pilot program on Contractor employee whistleblower protections established at 41 U.S.C. 4705, 
41 U.S.C. 4712, and FAR 3.908. 

 
During your assignment, you agree to: 

 
1. Use only for Government purposes any and all confidential business, procurement, and/or other sensitive information to which 

you are given direct or indirect access. 
2. Not to disclose non-public information by any means (in whole or in part, alone or in combination with other information, 

directly or indirectly or derivatively) to any person except to a Contracting Officer’s Representative (COR), Contracting Officer 
(CO), or other U.S. Government official with a need to know. All distribution of information will be controlled by the CO. 

3. Not to use no-public information for any non-governmental purpose including but not limited to: the preparation of bids and 
proposals, or the development or execution of other business or commercial venture. 



The signatory will not disclose any classified information received in the course of such intelligence or 
intelligence-related activity unless specifically authorized to do so by the United States Government; and this 
NDA does not bar disclosures to Congress. Or to an authorized office of an executive agency or the Department 
of Justice, which are essential to report a substantial violation of law. 

 
Except as necessary in the performance of your work assignment, you will not, without the written approval of 
the COR, CO or USMS Manager: 

 

a. Disseminate any oral, written or electronic information which constitutes non-public information covered 
under this Agreement, and that is obtained as a result of the accomplishment of work performed under the 
aforementioned contract/task order; or, 

 

b. Remove any documents or electronic media containing non-public information under this Agreement from 
the place of your work assignment. 

 

c. Non-public information, as used herein, includes trade secrets, confidential or proprietary 
business information as defined under the Freedom of Information Act, 5 U.S.C. 552, procurement and any 
other proprietary information in any form, whether drawings, designs, schedules, plans, studies, 
software, prototypes, samples, or formulas, whether by verbal, electronic or written communication. 

 

These provisions are consistent with and do not supersede, conflict with, or otherwise alter the employee 
obligations, rights or liabilities created by existing statues or Executive order relating to (1) classified 
information, (2) communications to Congress, (3) the reporting to an Inspector General of a violation of any 
law, rule, or regulation or mismanagement, a gross waste of funds, an abuse of authority, or a substantial 
and specific danger to public health or safety, or (4) any other whistleblower protection. The definitions, 
requirements, obligations, rights, sanctions, and liabilities created by controlling Executive orders and statutory 
provisions are incorporated into the agreement and are controlling. 

 
By signing this agreement, you agree that: 

 
1. You have been advised that all data covered by this Agreement that is furnished by the Government, including any copies, notes 

or working papers derived or produced therefrom, are the property of the Government. 
2. You understand that any unexcused failure to surrender such materials promptly, or improper conversion of such materials for 

use not called for by your work assignment (e.g., delivery of a document, or a copy thereof, or notes containing information 
taken from the document, to someone not authorized by the Government to receive such information), may be in violation of18 
U.S.C. 461(theft of Government property). 

3. In accordance with the aforementioned contract/task order provisions, this Agreement may be formally modified or changed by 
the Government in those instances in which the courts (e.g., civil investigative demands), or specific circumstances dictate such 
a modification or change. You will be afforded an opportunity to review and concur with such changes. 

4. You further acknowledge that you understand the provisions of the sections above and will continue to comply with the 
provisions herein even after your work assignment is completed. Additionally, you understand that you may be required to 
disclose the information subject to this agreement pursuant to the provisions of a valid court order. 

 
It is understood that this Non-Disclosure/ Confidentiality Agreement is used to ensure that 
Contractors and contractor’s employees are aware of and commit to comply with the confidentiality 
requirements described above. 

 
AGREED: 

 

Name (Print) 



 
 
 
 
 

Name (Signature) Date 
 

Title 

Company 

 
USMS-0010 CONTRACT/ORDER CLOSEOUT - FIXED-PRICE, TIME-AND-MATERIALS, OR LABOR HOURS 

Timely contract closeout is a priority under this contract/order. The Contractor shall submit a final invoice within thirty (30) calendar 
days after the expiration of this contract/order, unless the Contractor requests and is granted an extension by the Contracting Officer, 
in writing. In addition, and concurrent with the submission of the final invoice, the Contractor shall notify the Contracting Officer 
of the amount of excess funds that can be deobligated from this contract/order so the closeout process can begin as soon as possible 
upon expiration of this contract/order. A bilateral contract/order closeout modification will be forwarded to the Contractor by the 
Contracting Officer and must be signed by the Contractor and returned to the Contracting Officer within thirty (30) calendar days 
of issuance of the modification. A Contractor’s failure to respond and/or sign the bilateral closeout modification within thirty (30) 
calendar days of receipt will constitute approval of the terms of the modification and the modification will subsequently be processed 
unilaterally by the Contracting Officer to deobligate excess funds and close this contract/order. 
If this contract/order contains option periods, the Contractor is required to submit an invoice within sixty (60) calendar days 
after expiration of the base period of performance and the expiration of each exercised option period of performance to allow for 
deobligation of excess funds that were obligated in those respective periods of performance. 

 
USMS-0011 RELEASE OF CLAIMS 

At the conclusion of the contract (or task order), the Contractor shall submit with the Final Invoice a release of claims against the 
United States arising out of the contract (or task order), other than claims specifically excepted from the operation of the release. 
Copies of the required form may be obtained from the Contracting Officer. 

 
USMS-0013 ELECTRONIC INVOICING AND PAYMENT REQUIREMENTS - INVOICE PROCESSING PLATFORM (IPP) 
(JAN 2018) 

Payment requests must be submitted electronically through the U.S. Department of the Treasury's Invoice Processing Platform System 
(IPP). 
"Payment request" means any request for contract financing payment or invoice payment by the Contractor. To constitute a proper 
invoice, the payment request must comply with the requirements identified in the applicable Prompt Payment clause included in the 
contract, or the clause 52.212-4 Contract Terms and Conditions - Commercial Items included in commercial item contracts. The IPP 
website address is: https://www.ipp.gov. 
Under this contract, the following documents are required to be submitted as an attachment to the IPP invoice Contractor's Invoice. 
The Contractor must use the IPP website to register access and use IPP for submitting requests for payment. The Contractor 
Government Business Point of Contact (as listed in SAM) will receive enrollment instructions via email from IPP Customer Support 
within 3 - 5 business days of the contract award date. Contractor assistance with enrollment can be obtained by contacting the IPP 
Customer Support Desk via email IPPCustomerSupport@fiscal.treasury.gov or phone (866) 973-3131. 
If the Contractor is unable to comply with the requirement to use IPP for submitting invoices for payment, the Contractor must submit 
a waiver request in writing to the Contracting Officer with its proposal or quotation. 
(End of Local Clause) 

 
USMS-0007 Federal Workplace Responses to Domestic Violence, Sexual Assault and Stalking (2014) 

(a) Department Policy on Domestic Violence, Sexual Assault, and Stalking. It is the Department 's policy to enhance workplace 
awareness of and safety for victims of domestic violence, sexual assault, and stalking. This policy is summarized in DOJ Policy 
Statement 1200.02 (Policy Statement), available in full for public viewing at http://www.justice.gov/sites/default/files/ovw/ 



legacy/2013/12/19/federal-workplacee-responses-to-domesticviolence-sexualassault-stalking.pdf. Vendor agrees, upon contract 
award, to provide notice of this Policy Statement, including at a minimum the above-listed URL, to all of Vendor 's employees and 
employees of subcontractors who will be assigned to work on Department premises. 

 
(b) Point of Contact for Victims of Domestic Violence, Sexual Assault, and Stalking – United States Marshals Service - 
Assistant Chief for Policy and Oversight. 
Upon contract award, the Department will notify contractor of the name and contact information for the Point of Contact for Victims 
of domestic violence, sexual assault, and stalking for the component or components where Contractor will be performing. Contractor 
agrees to inform its employees and employees of subcontractors who will be assigned to work on Department premises of the name 
and contact information for the Victim Point of Contact. 

 
DOJ-03 Personnel Security Requirements For Contractor Employees (Nov 2021) 

Work performed under this contract will involve any one or more of the following: access to DOJ Information, which may include 
Controlled Unclassified Information (CUI), i.e., unclassified, sensitive DOJ information, and/or access to DOJ Information 
Technology (IT) systems, and/or unescorted access to DOJ space or facilities. Contractor employees will occupy Public Trust 
Positions, unless clause alternates are applied. 

 
1. General Requirements 

 

(a) (1) All references to “contract(or) personnel” and “contract(or) employee” in this clause means all individuals, without 
limitation, to include individuals employed by the contractor, team member, subcontractor, consultant, and/or independent contractor, 
who will have access to information of the Department of Justice (DOJ) or information that is within the custody and control of 
the DOJ, access to DOJ IT systems, and/or unescorted access to DOJ facilities/space in connection with the performance of this 
contract. “Employment” as used herein does not create nor imply an employer/employee relationship between the DOJ and contractor 
employees. 

 
(b) (1) The type of security investigation required for each contractor employee will be governed by the type and risk level of 
information made available to the contractor employee. The contractor will not be permitted to commence performance under this 
contract until a sufficient number of its personnel, as determined by the Security Programs Manager (SPM), in consultation with the 
Contracting Officer’s Representative if one is appointed, have received the requisite security 

 
(c) Except where specifically noted otherwise, the federal government will be responsible for the cost and conduct of the 
investigation. 

 
(d) The contractor shall ensure that no contractor employee commences performance prior to receipt of a written authorization from 
the contracting officer, COR, or the SPM that performance by the respective contractor employee is authorized. 

 
(e) The data and other information to which the contractor may have access as a result of this contract is the property of, and/or 
within the custody and control of, the Department, and its disclosure to third parties is governed by various statutes and regulations, 
the violation of which may subject the discloser to criminal 

 
2. Citizenship and Residency Requirements 

 

(a) Residency Requirement. (1) Contractor employees in Public Trust positions, both U.S. citizens and non-U.S. citizens, must meet 
the Department’s residency requirement if they will require access to DOJ information, IT systems, or unescorted access to facilities. 
For three years (not necessarily consecutive years) out of the last five years immediately prior to employment under the Department 
contract the contractor employee must have: (i) resided in the U.S.; (ii) worked for the U.S. in a foreign country as either an employee 
or contractor in a federal civilian or military capacity; or, (iii) been a dependent of a federal civilian or military employee or contractor 
working for the U.S. in a foreign country. At the Department’s sole discretion, the residency requirement may be waived by the 
Department Security Officer (DSO) for contractor employees on a case-by-case basis where justified by extenuating circumstances. 
The residency requirement does not apply to contractor employees residing in foreign countries that are hired to work in American 
embassies/consulates/missions located outside of the United States and who require access to DOJ information, IT systems, or 
unescorted access provided that an adequate background investigation can be conducted, with favorable adjudication, as determined 
by the DSO. 

 
(b) Citizenship. (1) Aside from the specific exceptions set forth in Section 1.2(b)(2), for Public Trust positions, the DOJ requires 
that contractor employees be U.S. citizens and nationals, or lawful permanent residents seeking U.S. citizenship. Any prospective 
non-U.S. citizen contractor employee who requires access to DOJ information systems, DOJ information, and/or unescorted facilities 



access must also have been granted a waiver as described below in paragraphs 1.2(d) and/or (e). The contractor is responsible for 
verifying that the non-U.S. citizens working under this contract are lawful permanent residents seeking U.S. 

 
(2) Exception for Certain Non-U.S. Citizen Contractor Employees: (i) Non-U.S. citizen expert witnesses, litigative 
consultants, and interpreters in rare foreign languages are not required to be lawful permanent residents seeking U.S. 
citizenship. However, they must be granted a waiver for access to unclassified DOJ information, whether CUI or not, DOJ 
IT systems, and/or unescorted facility access, as described below in paragraph 1.2(d) and (e), regardless of the duration 
of their duties. (ii) Non-U.S. Citizen contractor employees residing in foreign countries who are hired to work for the 
Department of Justice in American embassies/consulates/missions outside of the United States are not required to be lawful 
permanent residents seeking U.S. citizenship. 

 
(c) Dual Citizenship. (1) S. citizens who hold dual citizenship with a foreign country are considered U.S. citizens within the 
meaning of this clause, and may be considered for, but are not entitled to, contract employment as U.S. citizens consistent with this 
clause. The means by which the contractor employee obtained or exercises his or her dual citizenship status will be a consideration in 
the Public Trust Investigation (PTI) adjudication, and/or waiver approval processes discussed in this clause. 

 
(d) Access to DOJ Information Technology Systems. Non-U.S citizens are not authorized to access DOJ information technology 
(IT) systems or assist in the development, operation, management, or maintenance of DOJ IT systems, including providing IT system 
support, unless a waiver has been granted by the Head of the DOJ component or designee, with the prior concurrence of both the 
DSO and the DOJ Chief Information Officer, allowing computer access by the non-U.S. citizen. Such a waiver will be granted only 
in exceptional and unique circumstances on a case-by-case basis. It should be noted that the Justice Consolidated Office Network 
(JCON) is a sensitive DOJ IT system and any contractor employee who will need access to JCON must be a U.S. citizen or have 
received a In order for a waiver to be considered for approval: (1) There must be a compelling reason for using this individual as 
opposed to a U.S. citizen; (2) The type of personnel security vetting that has been conducted on the individual, and vetting results, 
that would mitigate risk; and (3) The waiver must be in the best interest of the federal government. 

 
(e) Access to Unclassified DOJ Information and Unescorted Access to DOJ Facilities or Space. (1) Except as provided under 
1.2(b)(2), non-U.S. citizens are not authorized to access DOJ information and/or unescorted access to DOJ facilities or space, unless a 
waiver has been granted by the DSO, allowing access by the non-U.S. citizen. Such a waiver will be granted on a case-by-case basis 
where justified at the discretion of the DSO. 

 
3. Background Investigation Requirements 

 

(a) (1) Unless otherwise stated below, all contractor personnel are subject to a Public Trust Investigation (PTI). The SPM will 
determine the type of investigation for each contractor employee based on the risk category (i.e., the nature of the position and degree 
of harm that could be caused by the individual in that position) and whether the position is long-term or short-term. The PTI risk 
categories are listed 

 
(i) High Risk Positions. The minimum background investigation required is a Tier 4 (T4) investigation, and the five-year 
reinvestigation required is a Tier 4R (T4R) investigation. The 2017 version of the Standard Form (SF) 85P, Questionnaire 
for Public Trust Positions, is required. 
(ii) Moderate Risk Positions. The minimum background investigation required is a Tier 2 (T2) investigation. The five-year 
reinvestigation required is a Tier 2R (T2R) investigation. The 2017 version of the SF-85P is 
(iii) Low Risk/Non-Sensitive Positions. The minimum background investigation required for Low Risk/Non-Sensitive 
positions is a Tier 1 (T1) investigation and the required five-year reinvestigation is also a Tier 1 (T1) investigation. The SF 
85, Questionnaire for Non-Sensitive Positions, is 

 
(b) Exception for Expert Witnesses. Expert Witnesses, litigative consultants, and interpreters in rare foreign languages may not be 
subject to full background investigation requirements if alternative security requirements are approved by the DSO. 

 
(c) Short-Term U.S. Citizen Contractor Employees. Other than the exception in Section 1.3(b), short-term contractor employees 
(6 months or less) who are U.S. citizens are not subject to a full background investigation, however, must receive an approved pre- 
employment background investigation waiver. The required forms to complete and submit are listed in Section 1.4(b) and (c)(2). 

 
(d) Long-Term U.S. Citizen Contractor Employees. Other than the exception in Section 1.3(b), all long-term U.S. citizen 
employees (longer than 6 months) are subject to a full background investigation in the risk category appropriate to the position they 
will hold. 



(e) Non-U.S. Citizen Contractor Employees. Other than the exception in 1.3(b), all non-U.S. citizen contractor employees 
regardless of performance duration (short or long term) are subject to a full background investigation in the risk category appropriate 
to the position they will hold. 

 
(f) Reciprocity. (1) A Public Trust Investigation will be accepted under reciprocity if it meets the following guidelines: (i) the 
investigation is current (investigations are considered current if completed within the last five years) and favorably adjudicated, or the 
reinvestigation has been deferred; (ii) the investigation meets or exceeds the level of investigation required for the DOJ contractual 
instrument; (iii) there has been no continuous (not cumulative) break in federal contract/service employment of two years or more; 
(iv) there is no derogatory information since the favorable fitness determination or adjudication that calls into question the individual’s 
fitness based on character or conduct; and (v) the investigative record does not show conduct that is incompatible with the core duties 
of the new contract position. A “core duty” is a continuing responsibility that is of particular importance to the relevant covered 
position or the achievement of an agency’s mission. Core duties will vary from position to position. 

 
4. Background Investigation Process 

 

(a) e-QIP (or its successor). Public Trust background investigations/reinvestigations of contractor employees will be performed 
by the DCSA. The investigative process requires contractor employees to complete the Electronic Questionnaires for Investigations 
Processing (e-QIP) and provide additional information as specified in paragraph 1.4(b) below. Immediately after contract award, the 
contractor shall designate an employee as its “e-QIP Initiator” and provide the name of this person to the SPM. The e-QIP Initiator 
must have, at a minimum, a favorably adjudicated Tier 1 investigation and the appropriate DOJ security approval before being given 
access to e-QIP. After the e-QIP Initiator’s security approval is granted, the Contractor will be configured in e-QIP as a sub-agency to 
DOJ. The contractor will then be responsible for initiating investigations for all contract personnel, whose previous investigation does 
not meet reciprocity, in e-QIP for completion of the security questionnaire form and forwarding the electronic form with the remainder 
of the security package to the SPM. Subject to the prior written approval of the SPM, the contractor may designate an e-QIP Initiator 
for each subcontractor. Subcontractor e-QIP Initiators must have, at a minimum, a favorably adjudicated Tier 1 investigation and the 
appropriate DOJ security approval before being provided access to e-QIP. 

 
(b) Additional Documentation. (1) In addition to completing the e-QIP questionnaire (see 1.4(a), above), the contractor shall ensure 
that each contractor employee occupying Public Trust Positions, including short-term employees, completes and submits the following 
information through the contractor’s Corporate Security Officer: 

 
(i) Digital Fingerprinting/FD-258 Applicant Fingerprint Card. Two sets are required per applicant. The contractor 
may schedule appointments with the SPM to be digitally fingerprinted; otherwise, fingerprinting by the FBI or other law 
enforcement entity, as approved by the SPM, is required to ensure the identity of the person being fingerprinted and for 
printing quality. All pertinent information must be completed by the individual taking the fingerprints (FBI or other). Use 
of the physical FD-258 Applicant Fingerprint Card should only be used in extenuating circumstances. 
(ii) DOJ-555 Fair Credit Reporting Act Disclosure. Authorizes DOJ to obtain one or more consumer/credit reports on the 
individual. This form will be required if the Component SPM determines a credit check is necessary for its Low Risk Level 
1 contractor positions. 
(iii) OF-306, Declaration for Federal Employment. 
(iv) Foreign National Relatives or Associates Statement. This is only required if foreign national relatives or associates 
were not disclosed on the security questionnaire form. 
(v) Self-Reporting Requirements for All Contractor Personnel. This is an acknowledgement and acceptance statement that 
every contractor must sign. 
(vi) Additional information as may be required based on the review of the security questionnaire form. 

 
The contractor shall review all forms/documents to ensure each is complete, accurate and meets all DOJ requirements, including 
applicable residency and citizenship requirements. The contractor shall resolve any issues or discrepancies with the contractor 
employee, including resubmission of corrected forms or documentation. Completed forms/documents shall be submitted to the SPM 
(or designee, which may include the COR) within five (5) calendar days after being finalized. 

 
(c) Adjudication and Pre-Employment Background Investigation Waivers 

 
(1) Except as set forth in this section, background investigations must be conducted and favorably adjudicated for each contractor 
employee prior to commencing their work on this contract. Where programmatic needs do not permit the federal government to wait 
for completion of the entire background investigation, a pre-employment background investigation waiver for public trust contractors 
can be granted by the SPM, in consultation with the cognizant COR. Pre-employment waivers cannot be used to circumvent delays in 
clearing classified contractors through the DCSA, if access to classified information is required. 



(2) As directed by the SPM, the contractor shall initiate pre-employment waivers for Public Trust Positions when necessary. This 
may entail performing credit history checks and submission of these checks as part of the security package, including satisfactory 
resolution of any issues prior to submission to the federal government. A waiver will be disapproved if it develops derogatory 
information that cannot be resolved in the contractor employee’s favor. When a waiver has been disapproved, the CO, in consultation 
with the SPM and COR, will determine (i) whether the contractor employee will no longer be considered for work on a DOJ contract 
or (ii) whether to wait for the completion and favorable adjudication of the background investigation before the contractor employee 
commences work on a Department contract. The pre-employment background investigation waiver requirements include: 

 
1. Verification of citizenship (copy of a birth certificate, naturalization certificate, or U.S. passport); 
2. Verification of compliance with the DOJ Residency Requirement of this Clause; 
3. Favorable review of the security questionnaire form; 
4. Favorable FBI fingerprint results; 
5. Favorable credit report; 
6. Favorable review of the OF-306 form, Declaration for Federal Employment; 
7. Verification of the initiation of the appropriate background investigation (for long-term personnel); and 
8. Receipt of the signed DOJ Self-Reporting Requirements for All Contractor Personnel (see Section 1.6, below). 

 
(3) The investigating agency (DCSA) will provide the SPM with the results of each proposed contractor employee’s Public Trust 
investigation. Upon receipt of the investigation and any other pertinent documents from the investigating agency, the SPM will 
determine whether each proposed contractor employee should be granted employment security approval. 

 
(4) The COR will notify the contractor of the results of Public Trust background investigations as they are completed and 
adjudicated, including any individual who is found ineligible for employment security approval. For any individual found ineligible 
for employment on a Department contract, the contractor shall propose a replacement and initiate the background investigation 
process consistent with this 

 
5. Identity Proofing and Badging 

 

(a) Access to DOJ Information, federally-controlled IT systems, and/or unescorted access to federally-controlled facilities or space 
(regardless of whether the contractor employee will be issued a DOJ PIV card or building access badge) shall be made available 
after each respective contractor employee has (1) met the identity proofing requirements outlined below, and (2) completed all other 
security requirements stated elsewhere in this 

 
(b) (1) Public Trust contractor employees must appear in person at least once before a DOJ official or an official of a trusted contract 
company (i.e., has a facility security clearance) who is responsible for checking two forms of identification in original form prior 
to commencement of work by the contractor employee and PIV card or building access badge issuance (as applicable). Approval 
will be documented by the DOJ official or an official of a trusted contract company. (Acceptable documents are listed in Form I 9, 
Employment Eligibility Verification, and at least one document must be a valid state or federal government issued picture ID). 

 
(c) [Reserved] 

 
(d) All contractor employees requiring unescorted access to a DOJ controlled facility or space shall comply with the PIV card or 
building access badge requirements outlined below: 

 
(i) When any contractor employee enters a DOJ building for the first time, he/she shall allow one hour for security 
processing and the creation and issuance of a building access PIV cards require additional processing time and will not 
likely be issued on the same day. 
(ii) Building access badges shall be subject to periodic review by the contractor employee's supervisor and checked against 
his/her personal identification. The contractor employees shall present themselves for the issuance of renewed badges 
when required by the government as scheduled by the COR or his/her designee. The contractor shall notify the COR when 
contractor employee badges are lost, and must immediately apply for reissuance of a replacement badge. The contractor 
shall pay for reissued building access badges at no cost to the government. It is the contractor employee's responsibility to 
return badges to the COR or his/her designee when a contractor employee is dismissed, terminated or assigned to duties not 
within the scope of this contract. 

 
6. Employee Reporting Requirements 

 

(a) All contractor employees must sign the DOJ Self-Reporting Requirements for All Contractor Personnel statement acknowledging 
and accepting the DOJ requirement that they immediately self-report certain information using the Department’s iReport system. The 
COR or SPM will provide the Self-Reporting statement as well as a list of reportable information, which varies by position sensitivity 



designation, to the contractor employee before commencing work under the contract. If the contractor employee does not have access 
to the DOJ iReport System, the COR or SPM will provide a fillable form for the contractor employee to complete and 

 
(b) The COR and SPM will review the written report and documentation and make a determination regarding continued employment 
on a DOJ 

 
(c) DOJ reporting requirements are in addition to the DCSA reporting requirements and the contractor’s internal reporting 

 
7. Replacement Personnel 

 

(a) The contractor shall make every effort to avoid costs to the government for security investigations for replacement of contractor 
employees, and in so doing shall ensure that otherwise satisfactorily performing and physically able contractor employees remain in 
contract performance for the duration of the contract. The contractor shall take all necessary steps to ensure that contractor personnel 
who are selected for assignment to this contract are professionally qualified and personally reliable, of reputable background and 
sound character, and able to meet all other requirements stipulated in the contract. 

 
(b) The fact that the government performs security investigations shall not in any manner relieve the contractor of its responsibility 
to ensure that all contract personnel are reliable and of reputable background and sound character. Should a security investigation 
conducted by the government and/or a contractor’s self-report or failure to self-report render ineligible a contractor employee, the 
contracting officer will determine whether the contractor has violated this clause. The contracting officer may direct the contractor, 
at its own expense, to remove and replace any contractor personnel who fails to comply with or violates applicable requirements of 
this contract. Such action may be taken at the government’s direction without prejudice to its rights under any other provision of this 
contract, including termination for default, and the contractor may be held liable, at a minimum, for all reasonable and necessary costs 
incurred by the government to (i) provide coverage (performance) through assignment of individuals employed by the government or 
third parties in those cases where absence of contractor personnel would cause either a security threat or DOJ program disruption and 
(ii) conduct security investigations in excess of those which would otherwise be required. 

 
(c) Nothing in this clause shall require the contractor to bear costs involved in the conduct of security investigations for replacement 
of a contractor employee who separates from the contractor of his/her own accord, is incapacitated, or is deceased. 

 
(d) The contractor shall comply with the terms and conditions set forth under this clause and assumes all liability for failure to 
comply. The rights and remedies conferred upon the government by this clause are in addition to all and other rights and remedies 
pursuant to the contract and as established by law. 

 
(End of Clause) 

 
DOJ-01 Whistleblower Information Distribution (Oct 2021) 

Within 30 days of contract award, the contractor and its subcontractors must distribute the “Whistleblower Information for Employees 
of DOJ Contractors, Subcontractors, Grantees, or Sub-Grantees or Personal Services Contractors” (“Whistleblower Information”) 
document to their employees performing work in support of the products and services delivered under this contract 
(https://oig.justice.gov/sites/default/files/2020-04/NDAA-brochure.pdf). By agreeing to the terms and conditions of this contract, the 
prime contractor acknowledges receipt of this requirement, in accordance with 41 U.S.C. § 4712 and FAR 3.908 & 52.203-17, and 
commits to distribution. Within 45 days of award, the contractor must provide confirmation to the contracting officer verifying that it 
has distributed the whistleblower information as required. 

 
(End of Clause) 

 
 
 

52.217-8 Option to Extend Services (Nov 1999) 

The Government may require continued performance of any services within the limits and at the rates specified in the contract. These 
rates may be adjusted only as a result of revisions to prevailing labor rates provided by the Secretary of Labor. The option provision 
may be exercised more than once, but the total extension of performance hereunder shall not exceed 6 months. The Contracting 
Officer may exercise the option by written notice to the Contractor within 5 [insert the period of time within which the Contracting 
Officer may exercise the option]. 

 
(End of clause) 



52.237-3 Continuity of Services (Jan 1991) 

(a) The Contractor recognizes that the services under this contract are vital to the Government and must be continued without 
interruption and that, upon contract expiration, a successor, either the Government or another contractor, may continue them. The 
Contractor agrees to-- 

 
(1) Furnish phase-in training; and 

 
(2) Exercise its best efforts and cooperation to effect an orderly and efficient transition to a successor. 

 
(b) The Contractor shall, upon the Contracting Officer's written notice, (1) furnish phase-in, phase-out services for up to 90 days after 
this contract expires and (2) negotiate in good faith a plan with a successor to determine the nature and extent of phase-in, phase- 
out services required. The plan shall specify a training program and a date for transferring responsibilities for each division of work 
described in the plan, and shall be subject to the Contracting Officer's approval. The Contractor shall provide sufficient experienced 
personnel during the phase-in, phase-out period to ensure that the services called for by this contract are maintained at the required 
level of proficiency. 

 
(c) The Contractor shall allow as many personnel as practicable to remain on the job to help the successor maintain the continuity 
and consistency of the services required by this contract. The Contractor also shall disclose necessary personnel records and allow the 
successor to conduct on-site interviews with these employees. If selected employees are agreeable to the change, the Contractor shall 
release them at a mutually agreeable date and negotiate transfer of their earned fringe benefits to the successor. 

 
(d) The Contractor shall be reimbursed for all reasonable phase-in, phase-out costs (i.e., costs incurred within the agreed period after 
contract expiration that result from phase-in, phase-out operations) and a fee (profit) not to exceed a pro rata portion of the fee (profit) 
under this contract. 

 
(End of clause) 

 
52.203-17 Contractor Employee Whistleblower Rights and Requirement To Inform Employees of Whistleblower Rights (Jun 2020) 

(a) This contract and employees working on this contract will be subject to the whistleblower rights and remedies in the pilot 
program on Contractor employee whistleblower protections established at 41 U.S.C. 4712 by section 828 of the National Defense 
Authorization Act for Fiscal Year 2013 (Pub. L. 112-239) and Federal Acquisition Regulation (FAR) 3.908. 

 
(b) The Contractor shall inform its employees in writing, in the predominant language of the workforce, of employee whistleblower 
rights and protections under 41 U.S.C. 4712, as described in FAR 3.908. 

 
(c) The Contractor shall insert the substance of this clause, including this paragraph (c), in all subcontracts over the simplified 
acquisition threshold, as defined in FAR 2.101 on the date of subcontract award. 

 
(End of clause) 
[END OF ADDENDUM TO FAR 52.212-4] 

 
 

52.212-5 Contract Terms and Conditions Required To Implement Statutes or Executive Orders- 
 Commercial Products and Commercial Services (May 2022)  

(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses, which are incorporated in this 
contract by reference, to implement provisions of law or Executive orders applicable to acquisitions of commercial products and 
commercial services: 

 
(1) 52.203-19, Prohibition on Requiring Certain Internal Confidentiality Agreements or Statements (Jan 2017) (section 743 of 
Division E, Title VII, of the Consolidated and Further Continuing Appropriations Act, 2015 (Pub. L. 113-235) and its successor 
provisions in subsequent appropriations acts (and as extended in continuing resolutions)). 

 
(2) 52.204-23, Prohibition on Contracting for Hardware, Software, and Services Developed or Provided by Kaspersky Lab and Other 
Covered Entities (Nov 2021) (Section 1634 of Pub. L. 115-91). 

 
(3) 52.204-25, Prohibition on Contracting for Certain Telecommunications and Video Surveillance Services or Equipment. (Nov 
2021) (Section 889(a)(1)(A) of Pub. L. 115-232). 



 

(4) 52.209-10, Prohibition on Contracting with Inverted Domestic Corporations (Nov 2015). 
 

(5) 52.233-3, Protest After Award (Aug 1996) (31 U.S.C. 3553). 
 

(6) 52.233-4, Applicable Law for Breach of Contract Claim (Oct 2004)(Public Laws 108-77 and 108-78 (19 U.S.C. 3805 note)). 
 

(b) The Contractor shall comply with the FAR clauses in this paragraph (b) that the Contracting Officer has indicated as being 
incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial 
products and commercial services: 

 
[Contracting Officer check as appropriate.] 

 

  (1) 52.203-6, Restrictions on Subcontractor Sales to the Government (Jun 2020), with Alternate I (Nov 2021) (41 U.S.C. 4704 and 
10 U.S.C. 2402). 

 

  (2) 52.203-13, Contractor Code of Business Ethics and Conduct (Nov 2021) (41 U.S.C. 3509)). 
 

  (3) 52.203-15, Whistleblower Protections under the American Recovery and Reinvestment Act of 2009 (Jun 2010) (Section 1553 
of Pub. L. 111-5). (Applies to contracts funded by the American Recovery and Reinvestment Act of 2009.) 

 

  (4) 52.204-10, Reporting Executive Compensation and First-Tier Subcontract Awards (Jun 2020) (Pub. L. 109-282) (31 U.S.C. 
6101 note). 

 

  (5) [Reserved]. 
 

  (6) 52.204-14, Service Contract Reporting Requirements (Oct 2016) (Pub. L. 111-117, section 743 of Div. C). 
 

  (7) 52.204-15, Service Contract Reporting Requirements for Indefinite-Delivery Contracts (Oct 2016) (Pub. L. 111-117, section 
743 of Div. C). 

 

  (8) 52.209-6, Protecting the Government's Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for 
Debarment. (Nov 2021) (31 U.S.C. 6101 note). 

 

  (9) 52.209-9, Updates of Publicly Available Information Regarding Responsibility Matters (Oct 2018) (41 U.S.C. 2313). 
 

  (10) [Reserved]. 
 

  (11) 52.219-3, Notice of HUBZone Set-Aside or Sole-Source Award (Sep 2021) (15 U.S.C. 657a). 
 

  (12) 52.219-4, Notice of Price Evaluation Preference for HUBZone Small Business Concerns (Sep 2021) (if the offeror elects to 
waive the preference, it shall so indicate in its offer) (15 U.S.C. 657a). 

 

  (13) [Reserved] 
 

X (14)(i) 52.219-6, Notice of Total Small Business Set-Aside (Nov 2020) (15 U.S.C. 644). 
 

  (ii) Alternate I (Mar 2020) of 52.219-6. 
 

  (15)(i) 52.219-7, Notice of Partial Small Business Set-Aside (Nov 2020) (15 U.S.C. 644). 
 

  (ii) Alternate I (Mar 2020) of 52.219-7. 
 

  (16) 52.219-8, Utilization of Small Business Concerns (Oct 2018) (15 U.S.C. 637(d)(2) and (3)). 
 

  (17)(i) 52.219-9, Small Business Subcontracting Plan (Nov 2021) (15 U.S.C. 637(d)(4)). 
 

  (ii) Alternate I (Nov 2016) of 52.219-9. 
 

  (iii) Alternate II (Nov 2016) of 52.219-9. 



 

  (iv) Alternate III (Jun 2020) of 52.219-9. 
 

  (v) Alternate IV (Sep 2021) of 52.219-9. 
 

  (18)(i) 52.219-13, Notice of Set-Aside of Orders (Mar 2020) (15 U.S.C. 644(r)). 
 

  (ii) Alternate I (Mar 2020) of 52.219-13. 
 

  (19) 52.219-14, Limitations on Subcontracting (Sep 2021) (15 U.S.C. 657s). 
 

  (20) 52.219-16, Liquidated Damages-Subcontracting Plan (Sep 2021) (15 U.S.C. 637(d)(4)(F)(i)). 
 

  (21) 52.219-27, Notice of Service-Disabled Veteran-Owned Small Business Set-Aside (Sep 2021) (15 U.S.C. 657f). 
 

  (22)(i) 52.219-28, Post-Award Small Business Program Rerepresentation (Sep 2021) (15 U.S.C. 632(a)(2)). 
 

  (ii) Alternate I (Mar 2020) of 52.219-28. 
 

  (23) 52.219-29, Notice of Set-Aside for, or Sole-Source Award to, Economically Disadvantaged Women-Owned Small Business 
Concerns (Sep 2021) (15 U.S.C. 637(m)). 

 

  (24) 52.219-30, Notice of Set-Aside for, or Sole-Source Award to, Women-Owned Small Business Concerns Eligible Under the 
Women-Owned Small Business Program (Sep 2021) (15 U.S.C. 637(m)). 

 

  (25) 52.219-32, Orders Issued Directly Under Small Business Reserves (Mar 2020) (15 U.S.C. 644(r)). 
 

  (26) 52.219-33, Nonmanufacturer Rule (Sep 2021) (15 U.S.C. 657s). 
 

X (27) 52.222-3, Convict Labor (June 2003) (E.O. 11755). 
 

X (28) 52.222-19, Child Labor--Cooperation with Authorities and Remedies (Jan 2022) (E.O. 13126). 
 

X (29) 52.222-21, Prohibition of Segregated Facilities (Apr 2015). 
 

X (30)(i) 52.222-26, Equal Opportunity (Sept 2016) (E.O. 11246). 
 

  (ii) Alternate I (Feb 1999) of 52.222-26. 
 

  (31)(i) 52.222-35, Equal Opportunity for Veterans (Jun 2020) (38 U.S.C. 4212). 
 

  (ii) Alternate I (July 2014) of 52.222-35. 
 

X (32)(i) 52.222-36, Equal Opportunity for Workers with Disabilities (Jun 2020) (29 U.S.C. 793). 
 

  (ii) Alternate I (July 2014) of 52.222-36. 
 

  (33) 52.222-37, Employment Reports on Veterans (Jun 2020) (38 U.S.C. 4212). 
 

  (34) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). 

X (35)(i) 52.222-50, Combating Trafficking in Persons (Nov 2021) (22 U.S.C. chapter 78 and E.O. 13627). 

  (ii) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O. 13627). 
 

  (36) 52.222-54, Employment Eligibility Verification (May 2022). (Executive Order 12989). (Not applicable to the acquisition of 
commercially available off-the-shelf items or certain other types of commercial products or commercial services as prescribed in FAR 
22.1803.) 



  (37)(i) 52.223-9, Estimate of Percentage of Recovered Material Content for EPA-Designated Items (May 2008) (42 U.S.C. 6962(c) 
(3)(A)(ii)). (Not applicable to the acquisition of commercially available off-the-shelf items.) 

 

  (ii) Alternate I (May 2008) of 52.223-9 (42 U.S.C. 6962(i)(2)(C)). (Not applicable to the acquisition of commercially available off- 
the-shelf items.) 

 

  (38) 52.223-11, Ozone-Depleting Substances and High Global Warming Potential Hydrofluorocarbons (Jun 2016) (E.O. 13693). 
 

  (39) 52.223-12, Maintenance, Service, Repair, or Disposal of Refrigeration Equipment and Air Conditioners (Jun 2016) (E.O. 
13693). 

 

  (40)(i) 52.223-13, Acquisition of EPEAT®-Registered Imaging Equipment (Jun 2014) (E.O.s 13423 and 13514). 
 

  (ii) Alternate I (Oct 2015) of 52.223-13. 
 

  (41)(i) 52.223-14, Acquisition of EPEAT®-Registered Televisions (Jun 2014) (E.O.s 13423 and 13514). 
 

  (ii) Alternate I (Jun 2014) of 52.223-14. 
 

  (42) 52.223-15, Energy Efficiency in Energy-Consuming Products (May 2020) (42 U.S.C. 8259b). 
 

  (43)(i) 52.223-16, Acquisition of EPEAT®-Registered Personal Computer Products (Oct 2015) (E.O.s 13423 and 13514). 
 

  (ii) Alternate I (Jun 2014) of 52.223-16. 
 

X (44) 52.223-18, Encouraging Contractor Policies to Ban Text Messaging While Driving (Jun 2020) (E.O. 13513). 
 

  (45) 52.223-20, Aerosols (Jun 2016) (E.O. 13693). 
 

  (46) 52.223-21, Foams (Jun 2016) (E.O. 13693). 
 

  (47)(i) 52.224-3, Privacy Training (Jan 2017) (5 U.S.C. 552a). 
 

  (ii) Alternate I (Jan 2017) of 52.224-3. 
 

  (48) 52.225-1, Buy American--Supplies (Nov 2021) (41 U.S.C. chapter 83). 
 

  (49)(i) 52.225-3, Buy American--Free Trade Agreements--Israeli Trade Act (Nov 2021) (41 U.S.C. chapter 83, 19 U.S.C. 3301 
note, 19 U.S.C. 2112 note, 19 U.S.C. 3805 note, 19 U.S.C. 4001 note, Pub. L. 103-182, 108-77, 108-78, 108-286, 108-302, 109-53, 
109-169, 109-283, 110-138, 112-41, 112-42, and 112-43. 

 

  (ii) Alternate I (Jan 2021) of 52.225-3. 
 

  (iii) Alternate II (Jan 2021) of 52.225-3. 
 

  (iv) Alternate III (Jan 2021) of 52.225-3. 
 

  (50) 52.225-5, Trade Agreements (Oct 2019) (19 U.S.C. 2501, et seq., 19 U.S.C. 3301 note). 
 

  (51) 52.225-13, Restrictions on Certain Foreign Purchases (Feb 2021) (E.O.’s, proclamations, and statutes administered by the 
Office of Foreign Assets Control of the Department of the Treasury). 

 

  (52) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Oct 2016) (Section 862, as amended, 
of the National Defense Authorization Act for Fiscal Year 2008; 10 U.S.C. 2302 Note). 

 

  (53) 52.226-4, Notice of Disaster or Emergency Area Set-Aside (Nov 2007) (42 U.S.C. 5150). 
 

  (54) 52.226-5, Restrictions on Subcontracting Outside Disaster or Emergency Area (Nov 2007) (42 U.S.C. 5150). 
 

  (55) 52.229-12, Tax on Certain Foreign Procurements (Feb 2021). 



 

  (56) 52.232-29, Terms for Financing of Purchases of Commercial Products and Commercial Services (Nov 2021) (41 U.S.C. 4505, 
10 U.S.C. 2307(f)). 

 

  (57) 52.232-30, Installment Payments for Commercial Products and Commercial Services (Nov 2021) (41 U.S.C. 4505, 10 U.S.C. 
2307(f)). 

 

  (58) 52.232-33, Payment by Electronic Funds Transfer--System for Award Management (Oct 2018) (31 U.S.C. 3332). 
 

  (59) 52.232-34, Payment by Electronic Funds Transfer--Other than System for Award Management (Jul 2013) (31 U.S.C. 3332). 
 

  (60) 52.232-36, Payment by Third Party (May 2014) (31 U.S.C. 3332). 
 

  (61) 52.239-1, Privacy or Security Safeguards (Aug 1996) (5 U.S.C. 552a). 
 

  (62) 52.242-5, Payments to Small Business Subcontractors (Jan 2017)(15 U.S.C. 637(d)(13)). 
 

  (63)(i) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Nov 2021) (46 U.S.C. 55305 and 10 U.S.C. 
2631). 

 

  (ii) Alternate I (Apr 2003) of 52.247-64. 
 

  (iii) Alternate II (Nov 2021) of 52.247-64. 
 

(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to commercial services, that the Contracting 
Officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable 
to acquisitions of commercial products and commercial services: 

 
[Contracting Officer check as appropriate.] 

 

  (1) 52.222-41, Service Contract Labor Standards (Aug 2018) (41 U.S.C. chapter 67). 
 

  (2) 52.222-42, Statement of Equivalent Rates for Federal Hires (May 2014) (29 U.S.C. 206 and 41 U.S.C. chapter 67). 
 

  (3) 52.222-43, Fair Labor Standards Act and Service Contract Labor Standards-Price Adjustment (Multiple Year and Option 
Contracts) (Aug 2018) (29 U.S.C. 206 and 41 U.S.C. chapter 67). 

 

  (4) 52.222-44, Fair Labor Standards Act and Service Contract Labor Standards--Price Adjustment (May 2014) (29 U.S.C. 206 and 
41 U.S.C. chapter 67). 

 

  (5) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or 
Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67). 

 

  (6) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services-- 
Requirements (May 2014) (41 U.S.C. chapter 67). 

 

  (7) 52.222-55, Minimum Wages for Contractor Workers Under Executive Order 14026 (Jan 2022). 
 

  (8) 52.222-62, Paid Sick Leave Under Executive Order 13706 (Jan 2022) (E.O. 13706). 
 

  (9) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations (Jun 2020) (42 U.S.C. 1792). 
 

(d) Comptroller General Examination of Record. The Contractor shall comply with the provisions of this paragraph (d) if this contract 
was awarded using other than sealed bid, is in excess of the simplified acquisition threshold, as defined in FAR 2.101, on the date of 
award of this contract and does not contain the clause at 52.215-2, Audit and Records--Negotiation. 

 
(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to and 
right to examine any of the Contractor's directly pertinent records involving transactions related to this contract. 



(2) The Contractor shall make available at its offices at all reasonable times the records, materials, and other evidence for examination, 
audit, or reproduction, until 3 years after final payment under this contract or for any shorter period specified in FAR subpart 4.7, 
Contractor Records Retention, of the other clauses of this contract. If this contract is completely or partially terminated, the records 
relating to the work terminated shall be made available for 3 years after any resulting final termination settlement. Records relating 
to appeals under the disputes clause or to litigation or the settlement of claims arising under or relating to this contract shall be made 
available until such appeals, litigation, or claims are finally resolved. 

 
(3) As used in this clause, records include books, documents, accounting procedures and practices, and other data, regardless of type 
and regardless of form. This does not require the Contractor to create or maintain any record that the Contractor does not maintain in 
the ordinary course of business or pursuant to a provision of law. 

 
(e)(1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), (c), and (d) of this clause, the Contractor is not required 
to flow down any FAR clause, other than those in this paragraph (e)(1) in a subcontract for commercial products or commercial 
services. Unless otherwise indicated below, the extent of the flow down shall be as required by the clause-- 

 
(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Nov 2021) (41 U.S.C. 3509). 

 
(ii) 52.203-19, Prohibition on Requiring Certain Internal Confidentiality Agreements or Statements (Jan 2017) (section 743 of 
Division E, Title VII, of the Consolidated and Further Continuing Appropriations Act, 2015 (Pub. L. 113-235) and its successor 
provisions in subsequent appropriations acts (and as extended in continuing resolutions)). 

 
(iii) 52.204-23, Prohibition on Contracting for Hardware, Software, and Services Developed or Provided by Kaspersky Lab and Other 
Covered Entities (Nov 2021) (Section 1634 of Pub. L. 115-91). 

 
(iv) 52.204–25, Prohibition on Contracting for Certain Telecommunications and Video Surveillance Services or Equipment. (Nov 
2021) (Section 889(a)(1)(A) of Pub. L. 115-232). 

 
(v) 52.219-8, Utilization of Small Business Concerns (Oct 2018) (15 U.S.C. 637(d)(2) and (3)), in all subcontracts that offer further 
subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds the applicable threshold 
specified in FAR 19.702(a) on the date of subcontract award, the subcontractor must include 52.219-8 in lower tier subcontracts that 
offer subcontracting opportunities. 

 
(vi) 52.222-21, Prohibition of Segregated Facilities (Apr 2015) 

 
(vii) 52.222-26, Equal Opportunity (Sept 2016) (E.O. 11246). 

 
(viii) 52.222-35, Equal Opportunity for Veterans (Jun 2020) (38 U.S.C. 4212). 

 
(ix) 52.222-36, Equal Opportunity for Workers with Disabilities (Jun 2020) (29 U.S.C. 793). 

 
(x) 52.222-37, Employment Reports on Veterans (Jun 2020) (38 U.S.C. 4212) 

 
(xi) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). Flow down 
required in accordance with paragraph (f) of FAR clause 52.222-40. 

 
(xii) 52.222-41, Service Contract Labor Standards (Aug 2018) (41 U.S.C. chapter 67). 

 
(xiii) (A) 52.222-50, Combating Trafficking in Persons (Nov 2021) (22 U.S.C. chapter 78 and E.O 13627). 

 
(B) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O 13627). 

 
(xiv) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or 
Repair of Certain Equipment-Requirements (May 2014) (41 U.S.C. chapter 67). 

 
(xv) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services-Requirements 
(May 2014) (41 U.S.C. chapter 67). 

 
(xvi) 52.222-54, Employment Eligibility Verification (May 2022) (E.O. 12989). 

 
(xvii) 52.222-55, Minimum Wages for Contractor Workers Under Executive Order 14026 (Jan 2022). 



 

(xviii) 52.222-62, Paid Sick Leave Under Executive Order 13706 (Jan 2022) (E.O. 13706). 
 
(xix)(A) 52.224-3, Privacy Training (Jan 2017) (5 U.S.C. 552a). 
 
(B) Alternate I (Jan 2017) of 52.224-3. 
 
(xx) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Oct 2016) 
(Section 862, as amended, of the National Defense Authorization Act for Fiscal Year 2008; 10 U.S.C. 2302 
Note). 
 
(xxi) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations (Jun 2020) (42 U.S.C. 1792). 
Flow down required in accordance with paragraph (e) of FAR clause 52.226-6. 
 
(xxii) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Nov 2021) (46 U.S.C. 55305 
and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 
 
(2) While not required, the Contractor may include in its subcontracts for commercial products and commercial 
services a minimal number of additional clauses necessary to satisfy its contractual obligations. 
 
(End of clause) 
 
 
 
 
 
 
 
 
 
 
 


